SPRS

Supplier Performance Risk System

Affirming Official (AO)
for CMMC Tutorial




Affirming Official

An AO is defined as
“...the senior level representative from within each
Organization Seeking Assessment (OSA) who is
responsible for ensuring the OSA’'s compliance with the
CMMC Program requirements and has the authority to
affirm the OSA's continuing compliance with the
security requirements for their respective organizations.”
In accordance with 32 Code of Federal Regulations,
section 170.



PIEE Access

—PILE

Procurement Integrated
Enterprise Environment

Step-by-step SPRS-specific PIEE Access Instructions:

https://www.sprs.csd.disa.mil/pdf/SPRS_Access CyberReports.pdf

Note: PIEE is not managed by the SPRS program office.
PIEE Help Desk Phone Number: 866.618.5988
PIEE Help Desk Email:
disa.global.servicedesk.mbx.eb-ticket-requests@mail.mil

[ SPRS Cyber Vendor User Role J




Cyber Reports

CYBER SECURITY REPORTS

Company Hierarchy: - Please select CAGE from the list to view its hierarchy -—- A Run Cyber Reports h

An asterisk * indicates the user has the SPRS Cyber Vendor User role for this CAGE

Company Hierarchy: - Please select CAGE from the list to view its hierarchy - v Run Cyber Reports

- Please select CAGE from the list to view its hierarchy —
Select 1 CAGE

ZSP01* (HLO: Z5PO1)

An asterisk * indicate:

Cyber Reports (CMMC & NIST)

CAGE Hierarchy



CMMC Assessments

DoD Unigue
Identifier
(UID)

AC & NIST) »

MIST 5P 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: Z5P01)

NOTE: Entering CMMC Self-Assessments do not fulfill
the NIST SP 800-171 requirements in
DFARS 252.204-7019/7020

Please proceed to the NIST SP 800-171 tab to post
those results



CMMC Level 1

CYBER SECURITY REPORTS

Cyber Reports (CMMC & NIST) » ©

COMPANY A1
CAGE Code: ZSPO1* (HLO: Z5P01)

Cempany Hierarchy | Ouerview | NIST SP800-171 Assessments [NWEIRWRESES T Criteria Search | Guidance |
Add New Assessment: | Add New CMMC Level 1 Seif Assessment
[t [V EPERNCST i CMMC Level 2(Selfl | CMMC Level 2(C3PA0) | CMMC Leve! 3 (DIBCAC)
Report Generated : 04/18/2025 08:31.00 ET
CMMC Unique n CMMC Status .
Edit i | Identifier (UID) : CMMC Status Type £ Assessment Date i | Expiration Date : Assessment Scope i | Included CAGE(s) Company Size Delete
# Pending Affirmation 03/30/2025 03/30/2026 ENCLAVE Z5P01 25
Final Level 1 Self-Assessment 03/26/2025 03/26/2026 ENTERPRISE Z5P01, Z5P02 25
Final Level 1 Self-Assessment 02/06/2025 02/06/2026 ENTERPRISE Z5P01, Z5P03, Z5P04 4
Final Level 1 Self-Assessment 01/06/2025 01/06/2026 ENCLAVE 75P02, 75P03 1
“ 4 n 203 4 5 &6 » items per page 1-5of 28 items




CMMC Level 1 (Self)

CYBER SECURITY REPORTS

Cyber Reports (CMMC & NIST) »

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSPO1)
CMMC Status Type: Level 1 Self-Assessment
Assessment Standard: NIST SP 800-171 Rev 2

Enter CMMC Assessment Details S -
Affirming Official

Assessment Date: Assessing Scope:
| 3/30/2025 ‘ﬁ| I ENCLAVE -

If you are the Affirming Official {40} select "Continue to Affirmation” below. Otherwise, enter the email of the AQ to
transfer (email) this record to the AD for affirmation.

How many employees are in the organization for which this CMMC Level
1 self-assessment applies?

7 Continue to Affirmation h
Are you compliant with each of the security requirements specified in Yes @ No (O

FAR clause 52.204-21 ?

If you are not the AQ, enter the e-mail of the AQ in the box below and select "Transfer to AQ™. An email will be sent.
Included CAGE(s): The CMMC Status Type will be "Pending Affirmation” until the assessment is affirmed.

Open CAGE Hierarchy

Z5P01

Email of Affirming Official (AQ): ‘

£

Assessments are not complete until they have been affirmed by the company Affirming Official (A0)

The Affirming Official (AO) is the senior level representative from within each Organization Seeking
Assessment (05A) who is responsible for ensuring the OSA's comipliance with the CMMC Program
requirements and has the authority to affirm the OS5A's continuing compliance with the security
requirements for their respective organizations. (CMMC-custom term)(3170.4)

An AO needs access to PIEE and SPRS Cyber Vendor User

Role to Affirm




MMC Level 1 (Self)

An AO needs
access to PIEE
and SPRS

Cyber Vendor
User Role to
Affirm

Cyber Reports (CMMC & NIST) = ©

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSPO1)
CMMC Status Type: Level 1 Self-Assessment
Assessment Standard: NIST SP 800-171 Rev 2

Enter CMMC Assessment Details

The Affirming Official (AO) is the senior level representative from within each Organization
Seeking Assessment (05A) who is responsible for ensuring the OSA's compliance with the CMMC
Program requirements and has the authority to affirm the OSA's continuing compliance with the
security requirements for their respective organizations. (CMMC-custom term)(g170.4)

Affirming Official:

First Name: NICOLE
Last Name: SMITH
Title: NULL
Email Address:  NICOLE.M.

Additional Email Address(s):

Multiple emails should be delimited by a comma

o——




CMMC Level 1 (Self)

Assessment and Affirmation

Report Generated: 04/18/2025 08:59:31 ET

CMMC Status Type:  Unaffirmed Final Level 1 Self- Affirming Official (AQ) Responsible for Cyber/CMMC:
Assessment Name: NICOLE SMITH
CMMC Unigue Identifier (UID): Title: NULL
Email: NICOLEM BUS NAVY MIL
Level 1 CMMC Assessment Date:  03/30/2025
CMMC Status Expiration Date:  03/30/2026 Additional Email:

Assessing Scope: ENCLAVE
Company Size: 25

o

Included CAGEs/entities:
CAGE

Company Name Address

ZsP01 COMPANY A1 Al ROAD SUITE 16, MONTPELIER, CA, USA

Submission of this assessment result or affirmation indicates that NICOLE SMITH, &s the Affirming
Official responsible for Cybersecurity Maturity Model Certification (CMMC) for NSLCSPRS, has reviewed and
approved the submission and attests that the information systemis) within [or covered by] the scope of this

CMMC assessment IS/ARE compliant with CMMC reguirement:

section 1001, Title 18 of the United States Code,

as

this CMMC compliance status to the Government may result in criminal prosecution

efined in 32 CFR §

l‘.'1|;re|:’fserrtal on of
ding actions under

[ ability under the False Claims Act, and contract reme
determined appropriate by the contracting officer.

certify that | have read the above statement.

Submi

Official rsponslble for Cybé

roved the submis:

sion and attests tha

Bticn indicates that NICOL]
Bl Certification (CMMC) for NSLG.Pns has ré¥
infi :Jr'nntlcn sy

#D
compliance status 1o the

section 1001, Title 18 of the United States Code,
determined appropriate by the contracting officer.

ions under
act remedies as

| certify that | have read the abor

. e




MMC Level 1 (Self)

Cyber Reports (CMMC & NIST)

CYBER SECURITY REPORTS

COMPANY A1

CAGE Code: ZSP0O1* (HLO: Z5P01)

Company Hierarchy | Crverview | MIST SP 800-171 Aszeszments CMMC Azseszments Criteria Search | Guidance |

Add New Assessment: [ Add New CMMC Level 1 Self-Assessment

(w7 VI PR CRMMC Level 2 (Selfl | CMMC Level 2(C3PA0] | CMMC Level 3 (DIBCAC) |

Report Generated : 04/18/2025 09:44:10 ET

B

Assessment

/06/2026
m;;ﬁ——'_"rﬁ/

EMCLAVE

25P01

CMMC Unique . | CMMC Status . | Assessment . | CMMC Status . | Assessment . | Included . | Company
Edit i | Identifier (UID) Type " | Date " | Expiration Date | Scope * | CAGE(s) " | size Delete i
F'"f' Level 156 | 133002025 03/30/2026 ENCLAVE 75P01 35 |
ASSESsMENT
Final Level 1 5eif- 03

Z5P03, T —
ENTERPRISE 75082

Details

Final Level 1 Self-
Assessment

03/06/2025

03/06/2026

ENTERPRISE

E—
Z5P01, Z5P04,
ISPAZ

3 4 3 a8 7 B 9 10 » ¥ items per page

1-50f 47 items




CMMC Level 2 (Self)

CYBER SECURITY REPORTS

Cyber Reports (CMMC & NIST) = CA

COMPANY A1
CAGE Code: ZSP0O1* (HLO: Z5P01)

Company Hierarchy | Overview | NIST 5P 800-171 Assessmenfs CMMC Assessments | eEE g REll) | Guidance

Add New Assessment: [ Add New CMMC Level 2 Seif-Assessment

CMMC Level 1(Self) CMMC Level 2(C3PAD) | CMMC Level 3 (DIBCAC) |

Report Generated : 04/18/2025 09:50:59 ET

Affirmation CMMC Status
CMMCUnique . | CMMCsStatus . | Assessment . | Expiration i | Expiration i | Assessment . | Included . | Company . | Cancel/ .
Edit : | Identifier (UID) ~ | Type " | Date " | Date Date Scope " | CAGE(s) " | size " | Delete ©

ENCLAVE ISPO3 22

Pending Affirmation

CMMC L2 Final Self-

03/21/2023 03/20/2026 03/20/2026 ENCLAVE ZSPO3, ZSP04 235
Assessment

CMMCL2 Final Seif- | (o ” 05252028

Assessment




CMMC Level 2 (Self)

CYBER SECURITY REPORTS

Cyber Reports (CMMC & NIST) » CAG

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)
CMMC Status Type: Level 2 Self-Assessment
Assessment Standard: NIST SP 800-171 Rev 2

Affirming Official
Enter CMMC Assessment Details

° ° ° o o ° ° ° o ° ° ° If you are the Affirming Official {40} select "Continue to Affirmation” below. Otherwise, enter the email of the AQ to
AC AT AU 3 PE RA cA

transfer (email) this record to the AQ for affirmation.
=¥} 15 M WP =3

s 4

If you are not the AD, enter the e-mail of the AQ in the box below and select "Transfer to AD". An email will be sent.
The CMMC Status Type will be "Pending Affirmation” until the assessment s affirmed

The Affirming Official (AQ) is the senior level representative from within each Organization Seeking Assess|
responsible for ensuring the OSA's compliance with the CMMC Program requirements and has the authory
continuing compliance with the security requirements for their respective organizations. (CMMC-custom tf

Affirming Official: Email of Affirming Official (A0): |

FirstMame: NICOLE

LastName:  SMITH
Title:  NULL Transfer to AD

Email Address:

Additional Email Address(s):

Multiple emails should be delimited by & comma

¢ Previot Continue To Affirmation »




CMMC Level 2 (Self)

Submission of T un indicates that NICO
Official responsible for CyO ertification (CMMC) for NSLCSP|
approved the submission and attests that the information systemis) within [or covered by] the scope of this
CMMC assessment I5/ARE complia .

with CMMC requirements as defined in 32 CFR 2 170. Misrepresemtation of
this CMMC compliance status to the Government may result in criminal prosecution, including actions under
section 10071, Title 18 of the United States Code, civil lizbility under the False Claims Act, and contract remedies as
determined approgriate by the contracting officer.

certify that | have read the above statement.

VIEW/EXPAND ASSESSMENT RESULTS

Assessment and Affirmc

Report Generated: 04/18/2025 09:59:48 ET

sment Standard:  NIST SP 800-171 Rev 2
sment Type: CMMC Level 2 Self-Assessment

CMMC Status Type:  Unaffirmed CMMC L2 Final Self-Assessment
CMMC Unigue Identifier (UID):

VIEW/EXPAND INCLUDED CAGE(S] -
Score: 110
Assessing Scope:  ENCLAVE
Company Size: 22

) ) 4 = :
Submission of this assessment result or affirmation indicates that NICOLE SMITH, as the Affi VIEW/EXPAND AFFIRMATION CONTACTI(S) AND HISTORY
Official responsible for Cybersecurity Maturity Mode! Certification (CMMC) for NSLCSPRS, has review
approved the submission and attests that the information system(s) within [or covered
CMMC assessment ISFARE compliant with CMMC requirements as defined in 32 CFRS 1
this CMMC compliance status to the Government may result in criminal prosecu
section 1001, Title 18 of the United States Code, civil liability under the False Claim: t, and contract remedies as
determined appropriate by the contracting officer.

I certify that | have read the above statement.

=

VIEW/EXPAND ASSESSMENT RESULTS -

VIEW/EXPAND INCLUDED CAGEIS)

VIEW/EXPAND AFFIRMATION CONTACTIS) AND HISTORY




MMC Level 2 (Self)

CYBER SECURITY REPORTS

Cyber Reports (CMMC & NIST) » ¢

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy | Overview | WIST SP 800-171 Assessments CMMC Assessments sG] | Guidance |

Add New Assessment: [ Add New CWIMC Level 2 Seff-Assessment

CMMC Level 1(3elf) CMMC Level 2(C3PAD) | CMMC Level 3 (DIBCAC) |

Report Generated : 04/18/2025 10:27:44 ET

Affirmation CMMC Status
CMMCUnique . | CMMC Status : Assessment . | Expiration i | Expiration e Assessment . | Incl uded . | Company .
Edit : | Identifier (UID) ~ | Type : Date | Date Date Scope * | CAGE(s) " | size :

CMMC L2 Final Self-

J N 04/18/2025 04/18/2026 04/18/2028 ENCLAVE ISP03 prd
Assessment

CMMC L2 Final Self- =]

/2112023 0300000 Q2200008 JCLAVE AT pod
e —— 03/21/2023 Tl 3 i
CMMC Level 115eif) CMMC Level 2(C3PAQ) | CMMC Level 3 [DIBCAC)

Report Generated : 04/18/2025 11:22:25 ET

L Affirmation CMMC Status
CMMCUnique . | CMMCStatus . | Assessment . | Expiration i | Expiration i | Assessment . |Included . | Company . |Cancel/ .
Edit : | Identifier (UID) = | Type : Date * | Date Date Scope | CAGE(s) | Size " | Delete
CMMC L2

Conditional Self- 04/18/2025 10715/2025 10/15/2025 ENTERPRISE ZSPOS 5
Assessment

Incomplete

omplete




CMMC Level 2 (C3PAO)
CMMC Level 3 (DIBCAC)

CYBER SECURITY REPORTS
Cyber Reports (CMMC & NIST) »

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy | Ouerview | NIST 5P 800-171 Asse] CMMC Assessments | [IEEEERSE] | Guidance |
CMMC Level 1(Self) | CMMC Level 2(sell] [EEUYRNEEREIGEEI CMMC Level 3 (DIBCAC) ‘
Report Generated : 04/18/2025 11:40:23 ET
Last
CMMC Unique Affirmation CMMC Status Affirmed . | Current
Identifier i | CMMC . | Assessment . | Expiration i | Expiration Assessment . | CAGE(s)in " | CAGE(s) i | Company .
(UID) Status Type * | Date * | bate Date Scope " | Scope Status Size : Score
Final Level 2 J— R
e 03/27/2026 03/27/2026 BLTEST 75F03
Cyber Reports (CMMC & NIST) » C4
Final Level 2 . 056 0572602
= 05/26/2023 05/26/2026 05/26/2026 BLTEST 75F02
R 00515, 9]
@ ‘"E"BF;"; 05/28/2026 BLTEST 75P03, 7]
=0 ety 7005
Final Level 2 ] ] 75P02, 79)
Details (GPAD) (Ezrlpn) (e Eei=T — Company Hierarchy | Overview | NIST 5P B00-171 Assessments

CMMC Level 1(Self]) | CMMC Level 2(self) | CMMC Level 2(C3rA0) (EXINIEEEI DL o 0]

Report Generated : 04/18/2025 11:40:23 ET

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Criteria Search | Guidance ‘

Last
Affirmation CMMC Status Affirmed . | Current
CMMC Unique CMMC Status Assessment Expiration 1 i | Expiration i | Assessment . | CAGE(s) in " | CAGE(s) E
Identifier (UID) ~ | Type * | Date Date Date Scope * | Scope Status Score H
5 — e sast]
05/28/2024 05/28/2027 W TEST 10
Pending Frmtion 6525 75002




CMMC Level 2 (C3PAO

CMMC Level 3 (DIBCAC

CYBER SECURITY REPORTS

sessment and Affirmation
Cyber Reports (CMMC& NIST) >

Report Generated: 04/18/2025 12:26:26 ET

COMPANY A1
*"WARNING*™ CAGE Code: ZSPO1* (HLO: ZSP01)
The following CAGE(s) are either no longer in the Company Hierarchy or they have been Canceled
without Replacement by the System for Award Management (SAM). Company Hierarchy | P— | NIST SP 800-171 Assessments Criteria Search | Guidance ‘
005L5

Options: _7
CMMC Level 1(selfl | CMMC Level 2(Self) CMMC Level 2(C3rA0) | RENINETEET I lo ot} ‘

1.Goto SAM and review the registrations for the CAGEIs) fo fix. Confact your company CAGE
Manager for assistance. Or... Report Generated : 04/18/2025 12:26:28 ET

2. Continue with Affirmation without these CAGE(s). They cannot be added later. CMMC Unique
Identifier | CMMC Status

Affirmation
Assessment Expiration

CMMC Status
Expiration i | Assessment . | CAGE(s)in

Assessment Details

/Assessment Standard:  NIST SP 800-171 Revision 3

Final Level 2 R0, — E /20 ZSP02, Z5PA4, Z5P02, ZSPA4,
ememament Type: CMMC Level 2 (C3PAQ) s O5/28/2024 o57z37z026 0572812027 MTEST e pne | aae e
CMMC Unique Identifier (UID}: S ———
CMMC Status Type: Final Level 2 (C3PAC) 0572672023 0572672025 057262026 == Z5P02 12 110
Score: 110 e
Assessment Date:  05/28/2023

Company Size: 6
Assessing Scope: BLTEST

Assessment Scope Descrintion: 62 DAYS FROM 2ND YR AFFIRM
CAGE(s) in Scope: ZSPO2, ZSPO3, ZSPO4, ZSP0S

Initia| Affirmation Expiration Date: 05/28/2024
Second Year Affirmation Expiration Date: 05/28/2025
(CMIMC Status Expiration Date:  05/28/2026

Submission of this assessment result - affirmation indicates that NICOLE SMITH, as the Affirming
Official responsible for Cybersecurity Maturity Mode! Certification (CMMC) for NSLCSPRS, has reviewed and
‘approved the submission and sttests that the information systemis) within [or covered by] the scope of this
CMMC assessment IS/ARE compliant with CMMC requirements as defined in 32 CFR & 170, Misrepresentation of
this CMMC compliance status to the Government may resuit in criminal prosecution, including actions under
section 1001, Tide 15 of the United States Code, civillisbilicy under the False Claims Act, and contract remedies s
derermined appropriate by the contracting afficer.

Conditional Level 2 (C3PAO) or
Final Level 2 (C3PAQO)

(0 1 certifythat | have read the above statement.

MIEW/EXPAND CAGE(S) IN SCOPE DETALLS

Hi: sment il

‘ VIEW/EXPAND AFFIRMATION CONTACTIS) AND HISTORY

Conditional Level 3 (DIBCAC) or Final Level 3
(DIBCAC)

‘ VIEW/EXPAND REMOVED CAGE(S) ASSOCIATED TO UID




evel 2 (C3PAO

CMMC Level 3 (DIB

CYBER SECURITY REPORTS

Cyber Reports (CMMC & NIST) & ©

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)

Company Hierarchy | Overview | NIST 5P 800-171 Assessments I NIVIORESIENDRCa Criteria Search | Guidance ‘
CMMC Level 1 (Self) | CMMC Level 2 (Selfl (PIN NIl  CMMC Level 3 (DIBCAC) ‘
Report Generated : 04/18/2025 11:40:23 ET
Last
CMMC Unique Affirmation CMMC Status Affirmed . | Current
Identifier i | CMMC P Assessment . | Expiration i | Expiration i | Assessment . | CAGE(s)in " | CAGE(s) i | Company
(UID) Status Type | Date | Date Date Scope " | Scope Status Size ° Score
JRITY REPORTS
Final Level 2
(pa0) 03/27/2023 03/27/2026 03/27/2026 BLTEST 75P03 75P03 8 110
Final Level2 05/26/2023 05/26/2026 05/26/2026 BLTEST 7sP02 75P02 7 110
(cP0) COMPANY A1
AGE Code: ZSPO1* (HLO: ZSP01)
Final Level 2 005L5, Z5P02, 88545 7SPOZ,
e 05/28/2023 __ LV BLTEST 7SP03,7SP04, | ZSPD3,ZSP04, | 6 110
m (C3PAC) 05/28/2025 75P0S Z5P05 ——————
iteria Search | Guidance ‘
GrElse 2 03/22/2024 03/22/2006 03/22/2027 ISR, || e

MM

tatus Type ¢




Reference

CMMC Level 1 Quick Entry Guide:
https://www.sprs.csd.disa.mil/pdf/CMMCQuickEntryGuide.pdf

CMMC Level 2 Quick Entry Guide:
https://www.sprs.csd.disa.mil/pdf/CMMCL2SelfQuickEntryGuide.pdf

CMMC Entry Tutorials:
https://www.sprs.csd.disa.mil/webtrain.htm




for participating in the
Affirming Official (AO)
for CMMC Tutorial
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