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What is SPRS?

Supplier Performance Risk System

« “.. the authoritative source to retrieve supplier and product Pl [performance inf
ormation] assessments for the DoD [Department of Defense] acquisition com
munity to use in identifying, assessing, and monitoring unclassified performan
ce.” (DoDI 5000.79)

* Vendor Performance
«  Quality Classifications & On-time Delivery scores by FSC/PSC/NAICS

«  Supplier, Price and Item Risk assessments; Market Research, Supplier Surveillance tools

* Vendor Compliance

Debarments/exclusions, § 889, FASCA, representations/certifications (from SAM)

 NIST SP 800-171 Cybersecurity Assessments, NSS Restricted List, Vendor Threat Mitigation/§
841

« Supply Chain lllumination (Enhanced Vendor Profile)



UNCLASSIFIED
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SPRS Reports

*»» Vendor Users - UNCLASSIFIED;
vendors can view, maintain, download
and distribute their own data.

»*Government Users — CUl; SPRS Data is
handled as Controlled Unclassified
Information (CUI)

by the U.S. Government.

< Source Selection Sensitive Information,
see FAR 2.101, 3.104, and 42.1503

+ SPRS Reports: Not Releasable Under
Freedom of Information Act (FOIA)




How does SPRS work?

Quality and Delivery Scores
Collects quality and delivery data to calculate delivery scores and quality classifications.
Supplier Risk
A computer algorithm uses 10 factors of past performance information to calculate the
Supplier Risk Score. These factors are individually weighted (based on age and relative
Importance) and summed to produce a numerical and color score for every company
which has either a contract or factor data within the last three years.

Delivery Scores & Quality Classifications
By CAGE and Commodity (FSC/PSC or NAICS) Updated daily, 14-day review,

Supplier Risk
Score based on daily weighted sum of supplier performance factors adjusted for
number of base contracts



SPRS Vendor User Roles

SPRS Cyber Vendor User

~mswam Ensuring the CAGE Hierarchy is accurate
J \\% Managing Cyber Reports Assessment data
WL & Provide customer feedback

SPRS Contractor/Vendor (Support Role)

e | View company reports (including Cyber Reports)
w2 "™ View CAGE Hierarchy Reports
£ View vendor Performance Reports
Execute Supplier Risk Reports
Execute Supply Code Relationship Reports
File data discrepancy Challenges and
Provide customer feedback
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SPRS Color Legend

SPRS uses colors to identify percentage groups based on a standard bell curve statistical

distribution. Vendor’s scores for quality and supplier risk are ranked, plotted and assigned

a color for quick reference. In addition to these rankings, Black is used to identify there is
no score (no data) and grey is used when a vendor has been excluded.

SPRS Color Legend

Top 5%:

Mext 10%:

MNext 70%:

Mext 10%: YELLOW
cowest ;[
Mo Scorable Data: WHITE (™)
Scorable Data Pending: GREEN (*)

Vendor Excluded: GREY

Mo Score: BLACK




PIEE Access

—PIEE

Procurement Integrated
Enterprise Environment

First time company account creation “Vendors - Getting Started Help”:
https://piee.eb.mil/xhtml/unauth/web/homepage/vendorGettingStartedHelp.xhtm|

Step-by-step SPRS-specific PIEE Access Instructions:
https://www.sprs.csd.disa.mil/pdf/SPRS_Access_Instructions.pdf

Note: PIEE is not managed by the SPRS program office.
PIEE Help Desk Phone Number: 866.618.5988
PIEE Help Desk Emaill:
disa.global.servicedesk.mbx.eb-ticket-requests@mail.mil



SPRS User Role Activation for CAMs

“only —PIEE

Procurement Integrated
Enterprise Environment

If you are the only Contractor Account Administrator (CAM),
SPRS role activation must be completed by the
PIEE.

(PIEE) disa.global.servicedesk.mbx.eb-ticket-requests@mail.mil



SPRS Application Access

PIEE landing page:

Click

https://piee.eb.mil/piee-landing/

LOG IN
_ /

Click the SPRS Tile

All reports are launched from
the SPRS Menu

-




Note to Viewers

To preserve
detail and
integrity
screenshots
have been
edited for
Size & content




Working in SPRS

| Welcome NICOLE SMITH (MSLCSPRS)
o | Lost Login: January 6, 2025 09:33:44 ET

———
=3 §=
(=)

The Supplier Performance Risk System (SPRS) is the authoritative source to retrieve supplier and product Pl [performance
information] assessments for the DoD [Department of Defense] acquisition community to use in identifying, assessing and
monitoring unclassified performance. (DoDI 5000.79)

Welcome to SPRS v4.0.2

NEW Cybersecurity Maturity Model Certification (CMMC) Level 1

Cyber Reports (CMMC & NIST)

CAGE Hierarchy Enter and affirm Level 1 Self-Assessments

For help: Review the CMMC Quick Entry Guide, Frequently Asked Questions (FAQs), and tutorial located on
the Cyber Reports page. Within the Cyber Reports (CMMC & NIST) report, the Guidance tab provides policy
Supplier Risk and web related resources.

+ You must have the "SPRS Cyber Vendor User” role in PIEE to add or edit CMMC or NIST SP 800-171 assessment results.

+ Check your CAGE Hierarchy. If it is not correct please visit the System for Award Management (SAM) to confirm/update.
Summary Report

Detail Pos/Neg Records Recommended browsers for best application performance: Google Chrome, Mozilla Firefox or Microsoft Edge.

Supply Code Relationship Click the spur icon at the top of the menu bar to open the SPRS web page.

Email: sprs-helpdesk@us navy.mil

Feedback/Customer Support

Download

SUPPLIER PERFORMANCE RISK SYSTEM (SPRS) Monday, January 6, 2025
Contact SPRS Customer Support: sprs-helpdesk@®@us. navy.mil Version: 4.0.0, Build Date: 09/30/2024
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Compliance Reports

Cyber Reports

CAGE Hierarchy

https://www.sprs.csd.disa.mil/webtrain.htm




NIST SP 800-171 Assessment

CYBER SECURITY REPORTS *

Company Hierarchy: -— Please select CAGE from the list to view its hierarchy — v Run Cyber Reports

An asterisk * indicates the user has the SPRS Cyber Vendor User role for this CAGE
Cyber Reports (CMMC & NIST)

CAGE Hierarchy

Supplier Risk

Summary Report

Detail Pos/Neg Records

Supply Code Relationship

Feedback/Customer Support

Download




NIST SP 800-171 Assessment

CYBER SECURITY REPORTS

Company Hierarchy: -— Please select CAGE from the list to view its hierarchy -—- - Run Cyber Reports —

— Please select CAGE from the list to view its hierarchy —
Select 1 CAGE

An asterisk ¥ indicates t

ﬁ ZSPOM* (HLO: ZSPO1)




Cyber Reports

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)

Company Hierarchy | Qverview | NIST SP 800-171 Assessments CMMC Assessments Criteria Search

Guidance

I Add New Assessment: | Add New CMMC Level 1 Self-Assessment l I

Report Generated : 12/@0/2024 10:19:30 ET

MMC Uni Identifi CMMC Status Expirati
nique Identiier CMMC Status Type Assessment Date Date Al Dxplration Assessment Scope Included CAGE Company Size
Pending Affirmation 12/02/2024 12/02/2025 ENCLAVE Z5P0 25




Cyber Reports

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: Z5P01)

Company Hierarchy | Overview | MIST SP 800-171 Assessments CMMC Assessments [ CMMC Level 1 Self-Assessment

Report Generated: 12/10/2024 09:11:08 ET I (t Save As PDF I
CMMC Status Type: Final Level 1 Self-Assessment Affirming Official (AO) Responsible for Cyber/CMMC:
Report Generated : 11/12/2024 07:53:24 ET CMMC Unigue Identifier (UID): -lr_d_?lme: MELISSA ST JOHN
e
Delete @ | CMMCUnique identifier CMMC Status Type Level 1 CMMC Assessment Date:  12/02/2024 Email: MELISSAT.
(UID) CMMC Status Expiration Date:  12/02/2025
Assessing Scope:  ENTERPRISE Additional Email:

Company Size: 255

&

Included CAGEs/entities:

@ ] Final L1 Self-Assessment CAGE CDITI pany NEmE Address
@ R — Z5P01 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA
] o CM tatus
Details
@ l: Mo CMMC Status 05/30/2024 09/30/2025 ENCLAVE ZSPOS 25
Details
@ @ Mo CMMC Status 100172024 10/01/2025 ENCLAVE ZSPO3 4z
H 4 n 2 - ] 5 ¥ | items per page 1-5of Bitems




Cyber Rep

RITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy l Overview l NIST SP 800-171 Assessments IO VIO S Sl Criteria Search I Guidance I

Add New Assessment: [ Add New CMMC Level 1 Self-Assessment

' el 1(5elf)

Report Generated : 01/13/2025 09:58:09 ET

CMMC Uni
Edit SCILIE i | CMMC Status Type

CMMC Status Included

Identifier (UID) ExpirahoD Sk Assessment Scope CAGE + i | CompanySize Delete i

Incomplete ENTERPRISE 2300
Details Pending Affirmation 12/03/2024 12/03/2025 ENCLAVE ZSP05 1

Assessment Date

Details L

Final Level 1 Self- 12/03/2024 12/03/2025 ENCLAVE ZSP04 3
Assessment

Final Level 1 Self- 1270112024 12/01/2025 ENCLAVE ZSP04 100 m
Assessment

Final Level 1 Salf-

'] 01/07/2025 01/07/2026 — Z5P04 ag
Assessment




Cyber Reports

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)

Guidance

CMMC Level 1 (Self)

Company Hierarchy | Qverview | NIST SP 800-171 Assessments CMMC Assessments Criteria Search

I Add New Assessment: | Add New CMMC Level 1 Self-Assessment l I

Report Generated : 12/02/2024 10:19:30 ET

. | CMMC Unii Identifi . . | CMMC Status Expirati .
Edit = (UID) nique Identiier : CMMC Status Type Assessment Date * | Date Atis Dipiration : Assessment Scope Included CAGE Company Size
&7 Pending Affirmation 12/02/2024 12/02/2025 ENCLAVE Z5P0 25
- /




Cyber Reports

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP0O1* (HLO: Z5P01)
Confidence Level: Level 1 Self-Assessment
Assessment Standard: NIST SP 800-171 Rev 2

Enter CMMC Assessment Details CAGE Hierarchy

Assessment Date: Assessing Scope:

l MNM/DDAYYY B ‘
ZSP01: COMPANY A1 (DBA: COMPANY A1), A1 ROAD SUITE 16, MONTPELIER, CA, USA

How many employees are in the organization for which this CMMC . ) ZSP02: COMPANY A2 (DBA: COMPANY A2), A2 ROAD , NINA, WV, USA
Level 1 self-assessment applies? M R , . . . -

ZSP0O3: COMPANY A3
Are you compliant with each of the security requirements specified  Yez () No ()
in FAR clause 52.204.21 7

Included CAGE(s):

[ Open CAGE Hierarchy

T

Multiple CAGE codes should be delimited by a comma

EMCLAVE Assessments are not complete until they have been affirmed by the company Affirming Official (AQ)
AN

The Affirming Official (AQ) is the senior level representative from within each Organization Sesking
ENTERFRISE ng (AD)is the s P C wi : tian Seek
Assessment (05A) who is responsible for ensuring the O5A's compliance with the CMMC Program
requirements and has the Eu'"or"';' to affirm the O5A’s continuing compliance with the security 1
Cance m
requirements for their res E_G— Y "

m Continue to Affirmation

=]

H




Cyber Reports

CYBER SECURITY REPORTS

COMPANY A1
SRNGTST : CMMC Levell Assessment CAGE Code: ZSP0D1% (HLO: ZSPD1)
Confidence Level: Level 1 Self-Assessment

Assessment Standard: NIST SP 800-171 Rev 2
Good day,

You have been identified as your company's Affirming Official (A0) by NICOLE SMITH, copied here. There is a
CMMC Level 1 Self-Assessment that requires AQ affirmation. This is the only notification you will receive.

+ The Affirming Official (AOQ) is the senior level representative from within each Organization Seeking Enter CMMC Assessment Details
Assessment (OSA) who is responsible for ensuring the OSA's compliance with the CMMC Program
requirements and has the authority to affirm the OSA's continuing compliance with the security

requirements for their respective organizations. (CMMC-custom term)(§170.4) ent Date: Assessing Scope:
Action Required to affirm: MY BB ‘
« Log into the DoD Procurement Integrated Enterprise Environment (PIEE):
https://piee.eb.mil/xhtml/unauth/home/login.xhtml * w many employees are in the organization for which this CMMC Afﬁnnmg Official
» Select SPRS tile* el 1 zelf-assessment applies?
« Click Cyber Reports in menu
« Click Edit button {pencil icon) for the record in "Pending Affirmation” status b vou compliant with each of the security requirements specified  Yed
* Review assessment information FAR clause 52.204.21 7 If you are the Affirming Official (AQ) select Continue below. Otherwise enter the email
= Affirm assessment - ’
. of the AO to transfer (email) this record to the AO for affirmation.
Access Information: CAGE(s):
*|f you do not have a PIEE account, or do not see the SPRS tile after logging into PIEE, refer to these SPRS hGE Hierarch
access instructions, https://www.sprs.csd.disa.mil/pdf/SPRS Access NISTSP800-171.pdf £y Continue to Affirmation
SPRS Resources: CAGE codes should be delimited by a comma

* CMMC Resource: https://dodcio.defense.gov/cmmc/Resources-Documentation/.
» FAQ's: https://www.sprs.csd.disa.mil/fags.htm

Respectfully, If you are not the AD, enter the e-mail of the AO in the box below. An email will be

e . . . . .
SPRS feam sent. The CMMC Status Type will be incomplete until the assessment is affirmed.
Supplier Performance Risk System (SPRS) ,
https://www.sprs.csd.disa.mil s are nat complete until they have been affirmed by the company Affirmin, i . . -
! ! e Email of Affirming ‘

hg Official (A0) is the senior level representative from within each Organizat Official [:AD}:
5 Reply & Reply all 7> Forward [05A) who is responsible for ensuring the OSA's compliance with the CMM

= t= and has the authority to affirm the O5A’s continuing compliance with the
requirements for their respective organizations. (CMMC-custom term){&170.4) Transfer to AO Cancel




Cyber Reports

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)
Confidence Level: Level 1 Self-Assessment
Assessment Standard: NIST SP 800-171 Rev 2

Enter CMMC Assessment Details

The Affirming Official (AD) is the senior level representative from within each Organization Seeking
Assessment (0SA) who is responsible for ensuring the OSA's compliance with the CMMC Program
requirements and has the authority to affirm the OSA's continuing compliance with the security
reguirements for their respective organizations. (CMMC-custom term)(5170.4)

Affirming Official:

First Name: MICOLE
Last Name: 5MITH
Title: MWULL
Email Address:

Additional Email Address(s):

Multiple emails should be delimited by a comma

¢ Previous Continue to Affirmation




Cyber Reports

Assessment and Affirmation

Report Generated: 01/13/2025 11:37:23 ET

CMMC Status Type: Unaffirmed Final Level 1 Self- Affirming Official (A0) Responsible for Cyber/CMMC:
Assessment Mame: NICOLE SMITH
CMMC Unigue Identifier (UID): Title: NULL

Email: NICOLE

Level 1 CMMC Assessment Date:  01/06/2025

CMMC Status Expiration Date:  01/06/2026 Additional Email:
Assessing Scope:  ENTERPRISE

Company Size: 2500

Included CAGEs/entities:

CAGE Company Name Address

Z5P01 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA

Submission of this assessment result S11 or affirmation indicates that NICOLE SMITH, as the Affirming
Official responsible for Cybersecurity Maturity Model Certification {CMMC) for NSLCSPRS, has reviewed and
approved the submission and attests that the information system(s) within [or covered by] the scope of this
CMMC assessment IS/ARE compliant with CMMC requirements as defined in 32 CFR § 170. Misrepresentation of
this CMMC compliance status to the Government may result in criminal prosecution, including actions under
section 1001, Title 18 of the United States Code, civil liability under the False Claims Act, and contract remeadies as
determined appropriate by the contracting officer.

[ Icertify that | have read the above statement.




Cyber Rep

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy l Overview l NIST SP 800-171 Assessments IO VIO S Sl Criteria Search I Guidance I

Add New Assessment: [ Add New CMMC Level 1 Self-Assessment

' Lovel 1(Sel) |

 01/13/2025 09:58:09 ET

CMMC Unigue . .
Identifier (UID) i | CMMC Status Type Assessment Date i Expiration Date

CMMC Status Included

Edit Assessment Scope CAGE + i | Company Size

Incomplete ENTERPRISE 2500

Pending Affirmation 12/03/2024 12/03/2025 ENCLAVE ZSP05 1

Final Level 1 Self-

12/03/2024 12/03/2025 ENCLAVE Z5P04 3
Assessment

Final Level 1 Self-

12/01/2024 12/01/2025 ENCLAVE Z5P04 100
Assessment

Final Level 1 Salf-

01/07/2025 01/07/2026
Assessment




NIST SP 800-171 Assessment

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)

Company Hierarchy I Overview [ENVEIIREEVIRFPISEETGELEN  CMMC Assessments l Criteria Search I Guidance I
Add New Assessment: [ Add New NISTAssessment] h

Medium l High Virtual l High On-Site

Report Generated : 01/13/2025 11:53:00 ET

. DoD Unique . System Securi SSP
Edit/ ) 9 . | Included , | Assessment . . | Assessment _ | Plan Of Action . ¥s ty . . . .
Delete ° Identifier | caGE H Company Name Y| pate + i | Score i - P | completion Date Plan (S5P) i | Version/ i | SSPDate i
(UID) P p Assessed Revision
Z5P01 COMPANY Al 01/08/2025 10 ENCLAVE N/A test bl 01/08/2025
ZSPO1 COMPANY Al 12/09/2024 101 CONTRACTS 12/09/2025 test ssp 42 1 12/09/2024
Z5P03 COMPANY A3 12/09/2024 101 CONTRACTS 12/09/2025 test ssp 42 1 12/09/2024
ZSP02 COMPANY A2 10/03/2024 89 ENTERPRISE 11/26/2025 BETA TEST BL Rev 1 10/03/2024

7

a




NIST SP 800-171 Assessment

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)

Company Hierarchy I Overview [ENVEIIREEVIRFPISEETGELEN  CMMC Assessments l Criteria Search I Guidance I

Add New Assessment: [ Add New NIST Assessment

Medium l High Virtual l High On-Site h

Report Generated : 01/13/2025 11:53:00 ET

. DoD Unique . System Securi SSP
Edit/ ) 9 . | Included , | Assessment . . | Assessment _ | Plan Of Action . ¥s ty . . . .
Delete ° Identifier | caGE H Company Name Y| pate + i | Score i - P | completion Date Plan (S5P) i | Version/ i | SSPDate i
(UID) P p Assessed Revision
Z5P01 COMPANY Al 01/08/2025 10 ENCLAVE N/A test bl 01/08/2025
ZSPO1 COMPANY Al 12/09/2024 101 CONTRACTS 12/09/2025 test ssp 42 1 12/09/2024
Z5P03 COMPANY A3 12/09/2024 101 CONTRACTS 12/09/2025 test ssp 42 1 12/09/2024
ZSP02 COMPANY A2 10/03/2024 89 ENTERPRISE 11/26/2025 BETA TEST BL Rev 1 10/03/2024

7

a




NIST SP 800-171 Assessment Details

Report Generated: 01/13/2025 11:52:54 ET

andard: NIST SP 800-171
BASIC

Identifier (UID):
12/09/2024
CONTRACTS

COMPANY

COMPANY A3

NIST SP 800-171 Assessment

12/09/2025
test ssp 42

/R 1
1 2!’0’9;’2024

A3 ROAD, CHESTER, PA, USA

1) Save As PDF




NIST SP 800-171 Assessment

Medium l High Virtual l High On-Site

CYBER SECURITY REPORTS

COMPANY A1

CAGE Code: ZSP01* (HLO: ZSP01)

Company Hierarchy I Overview [ENVEIIREEVIRFPISEETGELEN  CMMC Assessments l Criteria Search I Guidance I

Add New Assessment: [ Add New NIST Assessment

Report Generated : 01/13/2025 11:53:00 ET

. DoD Unique . System Securi SSP
Edit/ ) 9 Included Assessment . . | Assessment _ | Plan Of Action . ¥s ty . .
[eer Identifier CAGE Company Name Do + i | Score i o ! | completion Date - Plan (SSP) Version/ i | SSP Date
(UID) P p Assessed Revision

Z5P01 COMPANY Al 01/08/2025 10 ENCLAVE N/A test bl 01/08/2025
ZSPO1 COMPANY Al 12/09/2024 101 CONTRACTS 12/09/2025 test ssp 42 1 12/09/2024
Z5P03 COMPANY A3 12/09/2024 101 CONTRACTS 12/09/2025 test ssp 42 1 12/09/2024
ZSP02 COMPANY A2 10/03/2024 89 ENTERPRISE 11/26/2025 BETA TEST BL Rev 1 10/03/2024




NIST SP 800-171 Assessment

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSPO1)

Company Hierarchy l Overview [ENEIRSEEVRFIEEEEEIEE  CMMC Assessments l Criteria Search l Guidance

Add New Assessmerl: [ Add Mew NIST Assessment ] I

Medium l High Virtual l High On-Site

Report Generated : 01/13/2025 11:53:00 ET

Edit/ | e l.Jnlque . | Included | . | Assessment . . | Assessment | Plan Of Action . S . — . . )
Delete ° Identifier P cace H Company Name ¥ | Date + i | Score i . ! | completion Date - Plan (SSP) i | Version/ | SS5PDate
(UID) P p Assessed Revision

- -

Z5P01 COMPANY A1 01/08/2025 110 ENCLAVE MN/A test bl 01/08/2025

- Z5P01 COMPANY A1 12/06/2024 101 CONTRACTS 12/05/2025 test ssp 42 1 12/09/2024

Z5P03 COMPANY A3 12/09/2024 11 CONTRACTS 12/05/2025 testssp 42 1 12/09/2024

Z5P02 COMPANY A2 10/03/2024 89 ENTERPRISE 11/26/2025 BETA TEST BL Rev 1 10/03/2024

...
B g

7
#
7
#

z




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: Z5P01* (HLO: Z5P01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Back

Enter Assessment Details

Assessment Date:
MM/DDAYYYY K| |

Select All D
Q,

Assessment Score:

Assessing Scope:

[ ZsP01: COMPANY A1 (DBA: COMPANY A1), A1 ROAD SUITE 16, MONTPELIER, CA, USA

[ Z5P02: COMPANY A2 (DBA: COMPANY AZ)

[ Z5P03: COMPANY A3 (DBA: COMPANY A3), A3 ROAD , CHESTER, PA, USA

A2 ROAD , NINA, WV, USA

—Select— v

Plan of Action Completion Date:
MM/DDAYYYY B |

[ Z5P05: (OBSOLETE) COMPANY AS (DBA: COMPANY AS), AS ROAD ELDG 153 2, AS CITY, AA, USA

[[] Z5P04: COMPANY A4 (DEA COMPANY Ad), A4 ROAD | A4 CITY, A4, USA

System Security Plan (SSP) Assessed:

‘ Document Name |

SSP Version/Revision:

Enterprise, '

MM/DDAYYYY B |

Included CAGE(s):
Open CAGE Hierarchy

Enclave,
Contract A

Multiple CAGE codes should be delimited by a comma




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS
COMPANY A1
CAGE Code: ZSPO1* (HLO: Z5P01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171
CYBER SECURITY REPORTS
Enter Assessment Details
COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01) Assessment Date:
2/28/2024 r] |
Company Hierarchy I Overview [ENSIEEEIEVPEEEEE TR CMMC Assessments ] Criteria Search l Guidance l rssess-ment Score: |
10z
A ing S H
Add New Assessment: | Add New NIST Assessment SSESSINg Scope
ENTERPRISE
) ) Plan of Action Completion Date:
Medium ] High Virtual I High On-Site [ 8si202s |
System Security Plan {SSP) Assessed:
Report Generated : 01/13/2025 11:53:00 ET | |
Training
- DoD Unique
Edit/ ° U 9 . | Included Assessment . . | Assessment . .
Identifier H Company Name + i | Score i S5P Version/Revision:
Delete CAGE Date Scope _
(UID) 211 |
SSP Date:
COMPANY Al 01/08/2025 110 ENCLAVE - & |
Included CAGE(s):
75701 COMPANY A1 CONTRACTS LS E ey
ZSPO1, ZSPO2, Z5P
Z5P03 COMPANY A3 12/00/2024 CONTRACTS
P
Delete Clear and Add Additional Assessmentis)
Z5P02 COMPANY A2 10/03/2024 20 ENTERPRISE
Bes l:quue Included R Assessment Assessment Plan Of Action LT = _
Identifier CAGE + i Company Name Date Score 5 e letion Dat Plan (55P) Version/ 55p
(uID) = i Sl R Assessed Revision
E— pita] COMPANY AT ENTERFRISE 08/19/2025 Training 21 0z
=
— 75F02 COMPANY AZ 02/28/2024 105 ENTERFRISE 08/13/2025 Training 211 0272
. — 25P02 COMPANY A3 02/23/2024 105 ENTERFRISE 08/19/2025 Training 214 0z




Cyber Reports

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: Z5P01)

Company Hierarchy

Overview MNIST SP 800-171 Assessments

CMMC Assessments Criteria Search

Guidance ‘

Hierarchy dats is managed by the company Electronic Business Point of Contact (EBPOC) in 5AM.gov. CAGE Hierarchy information flows from 5AM to 5PRS.

Level 1 | Level 2 Company Name Company Location
ISPO COMPANY AT(DBA: COMPANY A1) A1 ROAD SUITE 16 MOMNTPELIER CA USA

Z5P02 COMPANY AZ(DBA: COMPANY A2) A2 ROAD NINA WY USA

Z5P03 COMPANY AS(DBA. COMPANY A3) A3 ROAD CHESTER PA USA

Z5P04 COMPANY A4(DEA. COMPANY Ad) A4 ROAD A4 CITY AA USA

Z5P05S (OBSOLETE) COMPANY AS{DBEA: COMPANY AS) AS ROAD BLDG 153-2 AS CITY AA USA

https://sam.gov/content/




Cyber Reports

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy

NIST SP 800-171 Azsessments | CMMC Assessments | Criteria Search | Guidance ‘

Assessment totals only consider assessments less than three (3) years from logged Assessment Date,
A[0]indicates that all associated assessment(s) are more than three (3) years from logged assessment date.
CAGE NIST BASIC NIST Medium NIST High Virtual NIST High On Site
Z5P1 1 0 4] 0
Z5P02 1 h 1 0 i}
Z5P03 1 1 4] 0
z5P04 10) < 1 0 0
Z5P05 [01 o

o Search Fields

Basic High Virtual | High On-Site | CMMC Level 1(Self) ‘

Report Generated : 01/07/2025 07:58:20 ET

2L I:.Inlque . | Included | . | Assessment . . | Assessment e . | Plan Of Action
Identifier Y cAGE 4 Company Name ! | Date + i | Score i Scope i | CAGE i | completion Da
(UID) oP or DoDAAC ompletio

Z5P05 COMPANY A5 12/01/2024 10 CONTRACTS SPRS1 12/28/2024
;-

items per page 1-1of 1 items




Cyber Reports

CYBER SECURITY REPORTS

COMPAN} A1
CAGE Code: ZSPO1H(HLO: ZSP01)

Company Hierarchy | Overview | NIST SP 800-171 Assessments | CMMC Assessments  [IEWOEG R« 0 Guidance

Unique Identifier:

Included CAGE:

Multiple CAGE codes should be delimited by a comma

Company Name:

Asgsessment Score:

‘ Min ‘ Max

Agsessment Date:

‘ Choose start date...

IE‘ |Ch005eenddate...

Search Clear Search




Cyber Reports

CYBER SECURITY REPORTS

COMPA
CAGE Code: ZSP01

Company Hierarchy | Owerview | MIST SP 800-171 Assessments | CMMC Assessments Criteria Searc

q Show Search Fields
Basic | Medium | High Wirtual | High On-Site M—

Report Generated : 11/12/2024 07:36:44 ET

Edit/ . | CMMC Unique CMMC Status - ssment Date CcM

Delete ° | Identifier (UID) ; Type : " | Ex|

No CMMC Status

] 10/01/2022 10}
@ Details (Expired) fRes I

H 4 n > g 20 ¥ | items per page

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)

Company Hierarchy | Overview | NIST SP 800-171 Assessments | CMMC Assessments [EEOETeR=0 (o Il Guicance ‘

Hide Search Fields

Unigue Identifier:

Included CAGE:

Z5P03

Company Name:

Assessment Score:

‘ Min | | Max

Assessment Date:

‘ Choose start date... (i |

Choose end date...

Clear Search

Medium High Virtual High On-Site | CMMC Level 1(Self) ‘

Report Generated : 01/07/2025 08:07:08 ET

Plan Of Action




NIST SP 800-171 Assessments

CYBER SECURITY REPO

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSFD1)

Company Hierarchy | Owerview | MIST SP 800-171 Assessments | CMMC Assessments | Criteria Search
GENERAL GUIDANCE

& Resource material, tutorials, and guidance are available on the 5PRS website. Click the 5PRS icon at the top of the menu bar.
o SPRS Frequently Asked Questions

mer (HLO) - The entity that owns or controls an immediate owner of the offerar, or that owns or controls one or more entities that control an immediate owner of the offeror.
No entity owns or exercises control of the highest level owner. For additional information view FAR 52.204-17 Ownership or Control of Offeror.

®  Asterisk (%) - An A

sterisk displayed next to the CAGE indicates that the user has a "SPRS Cyber Wendor User” role for that CAGE in the Procurement Integrated Enterprise Environment (PIEE).
If there is no asterisk then the user role type is "Contractor/Vendar" (view-only access to the CAGE and associated subsidiaries).

* A "SPRS CyberVendor User” role is a privileged role that provides access to the entire company hierarchy and is required for entering and editing Cyber Assessment results in SPRS.

CMMC INFORMATION

* Security requirements specified in FAR clause 52.204-21 can be found at https:/fwww ecfr gov/current/title-48/chapter-1/subchapter-H/part-52/section-52.204-21

* Supplemental guidance in the CMMC Level 1 Assessment Guide and CMMC Level 1 Scoping guide located at https#/dodcio.defense. gow/CMMC/Documentation/

* Questions related to technical interpratation of these CMMC Level 1 supplemental guidance documents may be directed to osd.pentagon.dod-cio.mbx. cmmc-inguiries@mail.mil. Do not submit questions
reguesting interpretation or modification of NIST source documents, which are outside the CMMC Program's purview.

NIST SP 800-171 INFORMATION

® 5PRS5 is the database that holds NIST 5P B0O0-171 assessment summary information. SPRS resources:
o MIST SP 800-171 Informatic
o NIST 5P B00-171 Quick Entry Guide
o SPRS Access for NIST 5P B00-171 Assessment Entry

* Preparation information including the MIST 800171 Assessment Methodology can be found at the Defense Pricing and Contracting (DPC) Cyber page here.




CAGE Hierarchy

CAGE HIERARCHY

Hierarchy data is managed by the company Electronic Business Point of Contact (EBPOC) in SAM.gov. CAGE Hierarchy information flows from SAM to SPRS.

CAGE Hierarchy: -— Please select CAGE from the list to view its hierarchy — v —

Cyber Reports (CMMC & NIST)

CAGE Hierarchy

Summary Report

Detail Pos/Neg Records

Supply Code Relationship

Feedback/Customer Support

Download




CAGE Hierarchy

CAGE HIERARCHY

Hierarchy data is managed by the company Electronic Business Point of Contact (EBPOC) in 3AM.gov. CAGE Hierarchy information flows from SAM to SPRS.

CAGE Hierarchy: ZSP0O1 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA T

¥ Z5P01: COMPANY A1 (DBA: COMPANY A1), A1 ROAD SUITE 16, MONTPELIER, CA, USA
£5P0Z: COMPANY AZ (DBA: COMPANY AZ), AZ ROAD , NINA, WV, USA

£5P03: COMPANY A3 (DBA: COMPANY A3), A3 ROAD , CHESTER, PA, USA

Z5P04: COMPANY A4 (DBA: COMPANY Ad), A4 ROAD , A4 CITY, A8, USA
Z5P05: (OBSOLETE) COMPANY AS (DBA: COMPANY AS), AS ROAD BLDG 153 2, A5 CITY, AA, USA




Risk Analysis Reports

Supplier Risk




Supplier Risk

CONTRACTOR SUPPLIER RISK REPORT

Select CAGE: | select CAGE | Run Supplier Risk Report

Supplier Risk

Feedback/Customer Support

Download




Supplier Risk

CONTRACTOR SUPPLIER RISK REPORT

Select CAGE: | IEE ect CAGE | Run Supplier Risk Report

Select 1 CAGE Code

((JZsPo1 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA

() Z5P02 COMPANY A2 AZ ROAD, NINA, WV, USA

(] Z5P03 COMPANY A3 A3 RDAD, CHESTER, PA, USA _




Supplier Risk

ONTRACTOR SUPPLIER RISK REPORT

Source Selection Sensitive Information, S

Wendor Basic RS LIdeaE]

FAR 2.101,3.104, and 42.1503

Contractor Information

CAGE:

UEL

Company Name:
Address:

CAGE 5tatus:

CAGE Established Date:
CAGE Updated Date:
CAGE Expiration Date:
SAM Expiration Date:
FASCSA Orders:
Exclusion;

Supplier Risk Score:

Supplier Risk Color Ranking:

COMPANY Al

Al ROAD SUITE 16, MONTPELIER, CA, USA
ACTIVE

11/03/1974

2/2023

09/12/2028

/2272024 141547 ET)

SUPPLIER RISK SCORE

253.72 (GREEN)

SUSPECTED COUNTERFEIT

NO

Suspected Counterfeit (SC)

Score

nkings

ery Score

Complianc

National Institute of Standards and Tec
Assessment

Section 339 FAR 52.204-26 (c) (1) Repres|

[OExcluded MNoScore BLowest5% [CINext10% BNext70% BNext 10% B Top 5%

e

m Quality 271) | Delivery (85) | CPARS (0} | CAR 8 | CAPIO | Survey (44) | PAR (43) | GIDEP (1) | Integrity Records (4] |

Suspected Counterfeit Report(s) - (3)

ict for Infon

Supply Code * H Number of Records H
3130
4820 3
5365

items per pags




Supplier Risk Report

NTRACTOR SUPPLIER RISK REPORT

Source Selection Sensitive Information, See FAR 2.101, 3.104, and 421503,

Vendor Basic @ISLgs2Cl

Contractor Information

ZsPot

UEI: pressereia

Company Name: COMPANY A1

Address: A1 ROAD SUITE 16, MONTPELIER, CA, USA
CAGE Status: ACTIVE

CAGE Established Date: 11/03/1974

(CAGE Updated Date: 08M12/2023

CAGE Expiration Date: 09/12/2028

SAM Expiration Date:

FASCSA Orders: Na

Exclusion: M Verification Current as oft 05/22/2024 141547 ET)
Supplier Risk Score: 25372

Supplier Risk Color Ranking: GREEN @

DExcluded BMNoScore Blowest5% [CINext10% BNext70% BNext10% B Top5%

CONTRACI R SUPPLIER RISK REPORT
SUPPLIER RISK SCORE

SUSPECTED COUNTERFEIT
253.72 (GREEN)

Source Selection Sensitive Information, Se= FAR 2,101, 3.104, and £2.1503.

Vendor Vendor Detsi
Compliance Infort

Factor Records Score

Suspected Caunterfelt (30) ? m National Institute of Standards and Technology COMPANY Al
_ u R : A1 ROAD SUITE 16, MONTPELIER, CA, 11111, USA
Rankings 143 472 Assessment CAGE: Z5P01
52 29 Section 889 FAR 52.204-26 (c) (1) Representatio] SAM Expiration: NAA
Exclusion: No
<

Supplier Risk Score: 253.72 (GREEN) @

DExcuded MNoScore MlLowest5% [Next10% BNext70% BNext10% B Top 5%

-’\/\___—

(CPARS) 0 0




Supplier Risk Report

CONTRACTOR SUPPLIER RISK REPORT

Source Selection Sensitive Information, See FAR 2,101, 3.104, and 42.1503.

Supplier rankings are calculated whenever
Contractor Information new data |S intrOdUCEd to the SyStem or
records age

Company Name: COMP| SPRS Color Legend O Ut.

Address: A1RO

CAGE: Z5P01

UEL ZIZT7777SPOT

Top 5%:
CAGE Status: ACTIV Next 10%:
Top percentage group is blue.
CAGE Updated Date: 09/12 Next 10%: YELLOW
CAGE Expiration Date: 09/12

Lowest 5%:

SAM Expiration Date:

Bottom percentage group is red.

No Scorable Data: WHITE (*)

s A er M Scorable Data Pending: GREEN (*)
Bxclusion: No (54 Vendor Excluded:
Supplier Risk Score: 379.39

No Score:

Supplier Risk Color Ranking:

[ Excluded M NoScore Mlowest5% [INext10% BMNext70% M Next10% M Top5%

SUPPLIER RISK SCORE SUSPECTED COUNTERFEIT LEVEL lI/IV CAR(s)

NO




Supplier Risk Report

Supplier Risk Color Ranking;: GREEN @

U Excluded MNoScore BLowest5% [INext10% B Next70% BNext10% BTop 5%

SUPPLIER RISK SCORE SUSPECTED COUNTERFEIT LEVEL II/IV CAR(s)

334 (GREEN}) NO NO

Factor Records | Score Compliance Information E Active Records

Suspected Counterfeit (5C) o 100

MWational Institute of Standards and Technaolagy (MIST) Special Publication

. YES
Quality Score Rankings 3g 50 (SP) BOD-171 Assessment

Data Mot Available

https://www.sprs.csd.disa.mil/pdf/SPRS Awardee.pdf




Supplier Risk Report

e —

Factor Records | Score Compliance Information [{2) Active Records
suspected Counterfelt (3C) ° e Mational Institute of Standards and Technology (MIST) Special Publication VES
Quality Score Rankings 39 50 (P} B0C-171 Assessment
Owerall Delivery Score 5 il Section BB9 FAR 52.204-26 (c) (1) Representation Data Mot Available
Contractor Performance Assessment Reporting System (CPARS) 0 0 Section 285 FAR 52.204-25 (c] (2] Representstion Data Mot Available
Caorrective Action Requests (CAR) 0 &0
Corrective Action Plans (CAP) 0 0
Surveys 0 o
Program Assessment Reports (PAR]) 0 0
Government-Industry Data Exchange Frogram (GIDEP) (non-counterfieit) 0 10
Integrity Records 0 50
Scaling 0 MIA

https://www.sprs.csd.disa.mil/pdf/SPRS DataEvaluationCriteria.pdf




Supplier Risk Report

T —— 2

Factor Records | Score Compliance Information [[g] Active Records
suspected Counterfelt (30) e oo Mational Institute of Standards and Technology (NIST) Special Publication ves
ﬁ Quality Scare Rankings 39 50 (5P} BO0-171 Assessment -
Oversll Delivery Score 25 I Section 889 FAR 52.204-26 (c) (1) Representation Data Not Available
Contractor Performance Assessment Reporting System (CPARS) 0 ] Section 889 FAR 52.204-26 (c) (2} Representation Data Not Available
Corrective Action Requests (CAR) o &0
Corrective Action Plans (CAF) 0 0
Surveys 0 0
Program Assessment Reports (PAR) o o
overnment-Industry Data Exchange Program (GIDEF) (non-counterfeit) o 10
Integrity Records o 50
Scaling o /A
ﬁsc {0} Quality (39) Delivery (25) | CPARS0) | CAR [0) | CAP (O] | Survey (0] | PAR [0) | GIDEP (0] Integrity Records (0]

Quality Performance Ranking(s) - (7)

Contact for Inform

Supply Code * & Quality Records i | Received Delivery w/No Associated ... Ranking

1744 14 a Top
2030 2 0 Top
2040 2 0 Top
2895 0 3

5307 9 i

5325 11 0 Bottom
6140 1 o] Bottom

H “ . > L 20 ¥ || items per page 1-7of 7items




ler Risk Report

Compliance Information E
Suspected Counterfeit (5C) ’ 1on Mational Institute of Standards and Technology (NIST) Special Publication vES
Quality Score Rankings 39 50 (5P} 800-171 Assessment
Oversall Delivery Score 75 54 Section 889 FAR 52 204-26 (c) (1) Representation Data Not Available
Contractor Performance Assessment Reporting System (CPARS) 0 0 Section B89 FAR 52.204-26 (c} (2} Representation Data Not Availabie
Corrective Action Requests (CAR) o &0
Corrective Action Plans (CAP) ] 0
Surveys o 0
Program Assessment Reports (PAR) ] 0
Government-Industry Data Exchange Program (GIDEF) (non-counterfeit) o 10
Integrity Records 0 50
Scaling o MNA

M Delivery {25) | CPARSI0) | CAR (0} | CARIO] | Survey (0] | PAR (0] | GIDER (0) | Integrity Records (0)

Quality Performance Ranking(s) - (7)

Contact for Information

Supply Code t : Quality Records i | Received Delivery w/No Associated ... Ranking
1744 14 0 Top
2030 2 0 Top

https://www.sprs.csd.disa.mil/report-supplierrisk.ntm




Performance Reports

Summary Report

Detailed

Positive/Negative
Records

Supply Code
Relationship




Summary Report

Summary Report

SUMMARY REPORT

CAGE Code(s):

Select CAGE(s)

Select Supply Code Type: @ FSC/PSC () NAICS
Report defaults to FSC/PSC

Supply Code (optional):

Enter one or many comma delimited

FSC/PSC = 4 characters; MAICS = 6 digits
Leave blank to see all reparting for CAGE(s).

Run Summary Report




Summary Report

SUMMARY REPORT

CAGE Code(s):

Select CAGE(s) |_

Select Max 5 CAGE Code(s)

[ zsPo1 a
[)zZsPo2
[lzsPo3
[CzsPo4 SUMMARY REPORT
[ zspos

. CAGE Code(s):

Select CAGE(s)

Select Supply Code Type: @ FSC/PSC () NAICS

~ Run Summary Report Report defaults to FSC/PSC

Supply Code (opticnal):

Enter one or many comma delimited *

FSC/PSC = 4 characters; NAICS = 6 digits
Leave blank to see all reporting for CAGE(s).

Run Summary Report




Summary

Report

SUMMARY REPORT

CAGE Code(s):
Z5P01 @ Zspoz @ ZsPO3 @ *®

Select Supply Code Type: @ FSC/PSC () NAICS
Report defaults to FSC/PSC

Supply Code [optional):
4320 ‘

FSC/PSC = 4 characters; NAICS = & digits
Leave blank to see all reporting for CAGE(s).

SPRS Color Legend

Top 5%: BLUE

Mext 10%: PURPLE

Mext 70%: GREEN
Lowest 5%: RED
Mo Scorable Data: WHITE {*)
Scorable Data Pending: GREEN (*)

Vendor Excluded:

Mo Score:

Run Summary Report

o

Current Classifications for CAGE ZSPO1 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA

Classification Date : 01/11/2024
Report Generated : 01/25/2024 10:25:20 AM ET

Supply Code ! Weighted Delivery Score

4820 30
(79 Records)

Weighted Quality Performance

Color RED -~
{217 Records) -

" « n > M 20 | = | items per page

1-10f1items




Summary Report

SUMMARY REPORT

CAGE Code(s): SPRS Color Legend
Z5P01 @ Zspoz @ ZsSPO3 @ *®

Top 5%: BLUE

Select Supply Code Type: @ FSC/PSC () NAICS Mext 10%: PURPLE
Report defaults to FSC/PSC

Mext 70%: GREEN
Supply Code [optional): Mext 10%:
4820 ‘ Lowest 5%: RED
Mo Scorable Data: WHITE {*)
FSC/PSC = 4 characters; NAICS = & digits Scorable Data Pending: GREEN (*)

Leave blank to see all reporting for CAGE(s).
Vendor Excluded:

No Score:
o
Current Classifications for CAGE ZSPO1 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA
Classification Date : 01/11/2024
Report Generated : 01/25/2024 10:25:20 AM ET
Supply Code ! Weighted Delivery Score Weighted Quality Performance

3 C ] -~
230 - 30 . ) Color RED
(79 Records) {217 Records) -

“ “ n » » 20 | = | items per page 1-10f1items




Summary

Report

SUMMARY REPORT

CAGE Code(s):

Z5P01 @ Zspoz @ ZsSPO3 @

Select Supply Code Type:
Report defaults to FSC/PSC

@ FSC/PSC () NAICS

Supply Code [optional):

SPRS Color Legend

Top 5%: BLUE

4820

FSC/PSC = 4 characters; NAICS = & digits
Leave blank to see all reporting for CAGE(s).

o

Mext 10%: PURPLE
Mext 70%: GREEN
Lowest 5%: RED
Mo Scorable Data: WHITE {*)

Scorable Data Pending: GREEN (*)

Vendor Excluded:

Mo Score:

Run Summary Report

Classification Date : 01/11/2024
Report Generated : 01/25/2024 10:25:20 AM ET

Current Classifications for CAGE ZSPO1 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA

Supply Code Weighted Delivery Score

4820 30
(79 Records)

Weighted Quality Performance

Color RED -~
{217 Records) -

" « n > M 20 | = | items per page

1-10f1items




Summary Report

SUMMARY REPORT

CAGE Code(s):
Z5P01 @ Zspoz @ ZsPO3 @ *®

Select Supply Code Type: @ FSC/PSC () NAICS
Report defaults to FSC/PSC

Supply Code [optional):
4320 ‘

FSC/PSC = 4 characters; NAICS = & digits
Leave blank to see all reporting for CAGE(s).

o

SPRS Color Legend

Top 5%: BLUE

Mext 10%: PURPLE

Mext 70%: GREEN
Lowest 5%: RED
Mo Scorable Data: WHITE {*)
Scorable Data Pending: GREEN (*)

Vendor Excluded:

Mo Score:

Run Summary Report

Current Classifications for CAGE ZSPO1 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA

Classification Date : 01/11/2024
Report Generated : 01/25/2024 10:25:20 AM ET

Supply Code ! Weighted Delivery Score

4820 30
(79 Records)

Weighted Quality Performance

Color RED -~
{217 Records) -

—
“ “ ll » > 20 | = | items per page

1-10f1items




Summary Report

4 4 n > ¥ 20 [ = | items per page 1-10f1 items

Point(s) of Contact:

Services - Click on the link to send email

AIR FORCE, ALC HILL ALC ROBINS, ALC TINKER 4_

ARMY

DAPS,DCS0 DDC,DESC DMNSC,DRMSE,DEC RICHMOMD
DLADLA DELIVERY, GEMERAL PROGRAM MARIME, USMC/MAVY
D5C COLUMBUS

D5C PHILADELPHIA




Summary

Report

SUMMARY REPORT

CAGE Code(s):
Z5P01 @ Zspoz @ ZsPO3 @ *®

Select Supply Code Type: @ FSC/PSC () NAICS
Report defaults to FSC/PSC

Supply Code [optional):
4320 ‘

FSC/PSC = 4 characters; NAICS = & digits
Leave blank to see all reporting for CAGE(s).

SPRS Color Legend

Top 5%: BLUE

Mext 10%: PURPLE

Mext 70%: GREEN
Lowest 5%: RED
Mo Scorable Data: WHITE {*)
Scorable Data Pending: GREEN (*)

Vendor Excluded:

Mo Score:

Run Summary Report

o

Current Classifications for CAGE ZSPO1 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA

Classification Date : 01/11/2024
Report Generated : 01/25/2024 10:25:20 AM ET

Supply Code ! Weighted Delivery Score

4820 30
(79 Records)

Weighted Quality Performance

Color RED -~
{217 Records) -

" « n > M 20 | = | items per page

1-10f1items




Summary Report

SUMMARY REPORT DETAIL

Supply Code: Vendor Detail

Weighted Delivery Score:

Weighted Quality Color: COMPANY A1
A1 ROAD SUITE 16, MONTPELIER, CA, 11111, USA

CAGE: ZSPO1
llenge Code Index SAM Expiration: N/A

Exclusion: No
Supplier Risk Score: 63.58 (RED)

C = Challenged During Preview Period

L = Challenged After Preview Period

U = Challenge was Upheld

D = Challenge was Denied

Display Positive Detail Records  [BHJENVRNS-ZIANSE TR S

DEELVOM  MIR (48) | PQDR (48) | SDR (65) | GIDEP (9) I Survey (37) | Test (38)

Process Challenge(s)

Negative Delivery Record(s) - (76)

Associated
5 . Supply Code/ . Ship/Rec Termination ., Termination 5 5 . Added Challeng¢

Challenge Scored : Contract Reference + : DueDate : g 8 2 uali i Department/Agen 8 g

8 NSN Date Date Code ity P Agency Date Code
Record

N/A Y WARMYXZSP01000003 4820 10/19/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023 L
N/A Y WARMYXZSP01000002 4820 10/18/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023 L

0 Y WARMYXZSP01000001 4820 10/17/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023

4220 10/19/2023 SemRRQGRAM.  11/16/2023

—————




Summary Report

Vendor Basic
COMPANY A1 et
A1 ROAD SUITE 18, MOMNTPELIER, C&, 11111, USA .
CAGE: 7SP01 Contractor Information

5AM Expiration: N/A CAGE: 75P01
Exclusion: Mo

Supplier Risk Score: 108.59 [RED) Company Narme: COMPARTAT
Address: A1 ROAD SUITE 16 ,MONTPELIER CA USA
EI: EITTITISPN
CAGE Status: ACTIVE
CAGE Established Date: 11/03/1974
CAGE Updated Date: 03A10/2023
CAGE Expiration Date: 03M10/2023

5AM Expiration Date:

. Mo
Exclusion:

Supplier Risk Scare: 108.59

Supplier Risk Color Ranking: RED




Summary Report

SUMMARY REPORT DETAIL

Supply Code: Vendor Detail

Weighted Delivery Score:

Weighted Quality Color:

COMPANY A1
A1 ROAD SUITE 16, MONTPELIER, CA, 11111, USA

CAGE: ZSP01
Challenge Code Index SAM Expiration: N/A

Exclusion: No
C = Challenged During Preview Period Supplier Risk Score: 63.58 (RED)

L = Challenged After Preview Period

U = Challenge was Upheld

D = Challenge was Denied

Display Positive Detail Records | EVANS:-EIGVESET RN h
Delivery (76) YGYCE) ’ PQDR (48) | SDR (65) | GIDEP (9) | Survey (37) ‘ Test (38) ‘

Negative Delivery Record(s) - (76)

: e ——— Associated
Challenge Scored : Contract Reference { i Supphll)gﬁode/ : DueDate : Shg;lt:ec : Terﬂlar:aetlon - Terrg;r;aetnon : Quality i Department/Agency A::teed c Ch(a:(l::::g(
Record
N/A Y WARMYXZSP01000003 4820 10/19/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023 L
N/A Y WARMYXZSP01000002 4820 10/18/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023 L
O Y WARMYXZSP01000001 4820 10/17/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023
—~— W w



Summary R

eport

SUMMARY REPORT DETAIL

4220

38

llenge Code Index

C = Challenged During Preview Period

L= Challenged After Preview Period

U =Challenge was Upheld

D = Challenge was Denied

MIR (48) | PQDR (48) | SDR (65) | GIDEP(9) | Survey (37) | Test(38) |

Display Positive Detail Records ey EVENERE GRS T

Vendor Detail

COMPANY A1

A1 ROAD SUITE 16, MONTPELIER, CA, 11111, USA

CAGE: Z5P01
SAM Expiration: N/&
Exclusion: No
Supplier Risk Score: 63.58 (RED)

Process Challengs(s) a
Negative Delivery Record(s) - (76)
Supply Code/ Ship/Rec . Termination . Termination _ ~SSoclated Added Challenge . Challenge
Challenge Scored : Contract Reference { PPN’;N i DueDate : DF;te g e € o © : Quality : Department/Agency Date Codeg : Dateg H
Record
N/A Y WARMYXZSPO1000003 4820 10/19/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023 L 02/21/2024
N/A ¥ WARMYXZSP01000002 4820 10/18/2023 11/06/2023 N GEMNERAL PROGRAM 11/16/2023 L 02/01/2024
MN/A Y WARMYXZSP01000001 4820 1041772023 11/06/2023 N GEMERAL PROGRAM 11/16/2023 L 03/04/2024
N/A Y TIMXXXZSPO1000003 4820 10/19/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023 L 03/04/2024
N/A ¥ TINMXXXZSPO1000002 4820 0/18/2023 11/06/2023 N GENERAL PROGRAM 11/16/2023 L 02/21/2024
Y TIMXXXZSP01000001 4820 10/17/2023 11/06/2023 N GEMERAL PROGRAM 11/16/2023
MN/A \ SPRSXXZSPO100QUALRECO003 4820015068050 10/17/2023 11/06/2023 Y USMC/NAVY 11/16/2023 L 02/02/2024
N/A ¥ SPRSXXZSPO100QUALRECAN02 4820100000076 10/17/2023 11/06/2023 Y USMC/NAVY 11/16/2023 L 02/13/2024
B - WREC0001 4820014700480 0/17/2023 11/06/2023 By 11/16/2023




Summary Report

SUMMARY REPORT DETAIL

Supply Code:

Weighted Delivery Score:
Weighted Quality Color:

C = Challenged During Preview Period

L = Challenged After Preview Period

U = Challenge was Upheld

[ = Challenge was Denied

\.I'Endor el Vendor Detail

COMPANY A1
AT ROAD SUITE 16, MONTPELIER, C&, 11111, USA
CAGE: ZSP01
SAM Expiration: NIA
Exclusion: No
Supplier Risk Score: 253.72 (GREEN) @

[l sl Ll Display Negative Detail Records

MIR (15) | PQDR [25) | SDR (30) | GIDEP (13) | Survey (26) | Test (27) |

Due Date

01/25/2024

01/25/2024

01/25/2024

01/25/2024

01/25/2024

01/25/2024

01/25/2024

01/25/2024

01/25/2024

01/25/2024

Ship/Rec

Termination

Date Date ' Code

05/05/2024
05/05/2024
05/05/2024
05/05/2024
05/05/2024
05/05/2024
05/05/2024

02/18/2024

02/18/2024

02/18/2024

Termination

Associated
3 Quality 3
Record
M

Y

Department/Agency

DLA DELIVERY
LISMC/NAVY
LISMO/NAVY
UISMC/NANY
LISMO/NAVY
DLA DELIVERY
DLA DELIVERY
DoC

DoC

DoC

. Added
' Date

05/07/2024

05/07/2024

0772024

05/07/2024

/2024

05/07/2024

0772024

02/28/2024

02/28/2024

02/28/2024

Challenge .
Code | °

items per page

Challenge Scored i Contract Reference Supp;:;;rc"ndef B
O N KEVINXZSPO1-2 4320074700480
O N SPRSXXZSPO1003CTRNUM 4320014850042
O N SPREMNZSPO100TCTRNUM 4320074700480
O N SPRSX¥ZSPO10020CTRNUM 4320014700480
O N SPREXXZSPO1001SCTRNUM 4320074850042
O N AMBERXZ5SP01-3 4320100000076
M Y TIMXEZSPO1-1 4320074850042
O Y TINXGOEZSPO10063 4320015068050
O Y AMBERXZS! 4320015068050
O Y AMBERXZSPO10068 4320015068050
y 7 2 4 5 &5 7 8 8 L] 10
—)

1-100of 84 iterms

s



Summary Report

Delivery Challenge

Challenge Type: Delivery

Challenge Date: 03/05/2024

Weighted D
Weigh

Email Sent To CAGE Code Contract Reference Supply Code Due Date Ship/Rec Date

al

army@ ZSP01 TINXGEZSPO1000001 4820 10/17/2023 11/06/2023
C = Challenged Duri eview Pe

L= Challenged A “review Per'\l

Enter Message:

U =Challenge Upheld

D = Challenglfiss Denied

MIR (48) APPDR (48) | SDR (65) | cifl

Process Challengs(s)

TeratveDeTveTyRecoTs) - (76)
Challenge Scored : Contract Reference 4
Attach documentation supporting above challenge statements. (Suggest PDF. Max 2 MB file)
MAA ¥ WARMYXZSP01000003
MN/AA ¥ WARMYXZSP01000002
Select files... Drop files here to select
N/A Y WARMYXZSPO1000001
MNA b TINDXXZSPO1000003 _
Cancel Submit

MAA ¥ TINDXXZSPO1000002 —
ﬂ Y TIMXXXZ5P01000001 a7 TOT T 7720 TT7007 20 T GENERAL PROGRANT TTITGr 20,

MN/A b SPRSXXZSPOT00QUALRECO003 4820015068050 10/17/2023 11/06/2023 Y USMC/NAVY 11/16/2023 L 02/02/2024

MN/A ¥ SPRSXXZSPO100QUALRECO002 4820100000076 10/17/2023 11/06/2023 Y USMC/NAVY 11/16/2023 L 02/13/2024

= = mEELD001 4820014700480 10/17/2023 11/06/2023 NPT 11/16/2023




Detall Positive/Negative Records

Summary Report

Detail Pos/Neg Records

CAGE Code(s):
Select CAGE v

Select Supply Code type @@ FSC/PSC () NAICS
Report defaults to FSC/PSC

Supply Code (opticnal):

Enter one or many comma delimited

FSC/PSC =4 characters; NAICS = & digits
Leave blank to see all reporting for CAGE.

Display Positive Detail Records

DETAIL POSITIVE/NEGATIVE RECORDS

Display Megative Detail Records




Detall Positive/Negative Records

CAGE Code(s):

DETAIL POSITIVE/NEGATIVE RECORDS

Z5P01 v
Select Supply Code type @ FSC/PSC () NAICS 4—
Report defaults to FSC/PSC
CAGE Code(s):
Select CAGE ¥ | G— Supply Code (optional):
Select CAGE Enter one or many comma delimited ’h
ZSPO1 -
7SP02 FSC/PSC = 4 characters; NAICS = 6 digits
Leave blank to see all reporting for CAGE.
Z5P03
Z5P04
Z5P05

-

ﬁ Display Positive Detail Records || Display Negative Detail Records




Detall Positive/Negative Records

DETAIL POSITIVE/NEGATIVE RECORDS

CAGE Code(s):

Vendor Detail

ZSP01 v
Select SUDDW‘ Code type . FsC/psc NAICS A1 ROAD SUITE 1:%%’:}':;3;} CA, 11111, UsA
Report defaults to FSC/PSC . i .
CAGE: ZSP01
' ) SAM Expiration: N/A
Supply Code (optional): Exclusion: NG

Enter one or many comma delimited ‘ Supplier Risk Score: £5.93 (RED)

FSC/PSC = 4 characters; NAICS = 6 digits
Leave blank to see all reporting for CAGE.

Display Positive Detail Records | [aEaE N2l S EIR G o

MIR (48) | PQDR (48) | SDR (65) | GIDEP (16) | Survey (37) | Test (38) ‘

CAGE Code: ZSPO1
Negative Delivery Record(s) - (79)
" S S Associated
Scored i Contract Reference 4 Supply Code/ Due Date @ ShipRec | Termination Termination Quali Department/Agen Addej
: NSN . . Date : Date Code ty P <y Date
Record
N TIMXXXZSPOTNA AJ94100000076 10/17/2023 01/22/2024 N DLA DELIVERY 01/24
N SPRSXXZSPO1003CTRNUM 4820014850042 10/17/2023 01/22/2024 Y USMC/NAVY 01/24
N SPRSXXZSPO10020CTRNUM 4820014700480 10/17/2023 01/22/2024 Y USMC/NAVY 01/24
N SPREXXZSPO1001CTRNUM 4820014700480 10/17/2023 01/22/2024 Y USMC/NAVY 01/24
N SPRSXXZSPO10019CTRNUM 4820014850042 10/17/2023 01/22/2024 Y USMC/NAVY 01/24
N KEVINXZSPO1NS AJ94100000076 10/17/2023 01/22/2024 N DLA DELIVERY 01/24
L1 00000076 10/17/2023 01/22/2024 Wi DE| YWERY 01/24

Contractor Information

CAGE:

Company Name:
Address:

UJEL:

CAGE Status:

CAGE Established Date:
CAGE Updated Date:
CAGE Expiration Date:

SAM Expiration Date:

Exclusion:

Supplier Risk Score:

Supplier Risk Color
Ranking:

Z5P01

COMPANY A1

A1 ROAD SUITE 16, MOMNTPELIER, CA, USA
FI777 ISP

ACTIVE

11/03/M1974

03/10/2023

03/10/2028

Mo




Detall Positive/Negative Records

DETAIL POSITIVE/NEGATIVE RECORDS

CAGE Code(s):
Z5P01

Select Supply Code type @ FSC/PSC () NAICS
Report defaults to FSC/PSC

Supply Code (optional):

Vendor Detail

COMPANY A1
A1 ROAD SUITE 16, MONTPELIER, CA, 11111, USA
CAGE: Z5P01
SAM Expiration: N/A
Exclusion: No

Enter one or many comma delimited

‘ Supplier Risk Score: 65.93 (RED)

FSC/PSC = 4 characters; NAICS = 6 digits
Leave blank to see all reporting for CAGE.

Display Positive Detail Records  [MEEVINE AR N o 1

MIR (48) | PQDR (48) | SDR (65) | GIDEP (16) | Survey (37) | Test (38) ‘
CAGE Code: ZSP01
Negative Delivery Record(s) - (79)
. N - Associated
Scored { Contract Reference + SUPP&EMEI i DueDate Sh[l)[:;:ec H Tern;::aetlon H Terl::'\;r.;ztlon A Quality i  Department/Agency Ag:;d g Ch:g;:ge
Record
N TIMXXXZSPOTN4 AJ94100000076 10/17/2023 01/22/2024 N DLA DELIVERY 01/24/2024
N SPRSXXZSPO1003CTRNUM 4820014850042 10/17/2023 01/22/2024 ¥ USMC/NAVY 01/24/2024
N SPRSXXZSP0O10020CTRNUM 4820014700480 10/17/2023 01/22/2024 Y USMC/NAVY 01/24/2024
N SPRSXXZSP0O1001CTRNUM 4820014700480 10/17/2023 01/22/2024 ¥ USMC/NAVY 01/24/2024 @
N SPRSXXZSP0O10019CTRNUM 4820014850042 10/17/2023 01/22/2024 ¥ USMCT/NAVY 01/24/2024 C
N KEVINXZSPO1NS A94100000076 10/17/2023 01/22/2024 N DLA DELIVERY 01/24/2024
e ——_ meeduBl1 00000076 10/17/2023 M Sl D] VERY 01/24/2024 =
#




Detall Positive/Negative Records

DETAIL POSITIVE/NEGATIVE RECORDS

CAGE Code(s): Vendor Detail
Z5P01 v

Select Supply Code type @ FSC/PSC () NAICS COMPANY A1
Report defaults to FSC/PSC A1 ROAD SUITE 16, MONTPELIER, CA, 11111, USA
CAGE: Z5P01
SAM Expiration: N/A
Supply Code (optional): P

Exclusion: No

Enter one or many comma delimited ‘ Supplier Risk Score: 65.93 (RED)

FSC/PSC = 4 characters; NAICS = 6 digits
Leave blank to see all reporting for CAGE.

Display Positive Detail Records  [MEEVINE AR N o 1

Delivery (79) LULICE)] | PQDR (48) | SDR (65) | GIDEP (16) | Survey (37) | Test (38) ‘

CAGE Code: ZSPO1
Negative Delivery Record(s) - (79)
. S N Associated
Supply Code/ Ship/Rec Termination Termination Added Challenge
Scored : Contract Reference + { DueDate & H H uali i Department/Agen g
NSN Date Date Code i P Qe Date Code
Record
N TIMXXXZSPO1N4 AJ94100000076 10/17/2023 01/22/2024 N DLA DELIVERY 01/24/2024
N SPRSXXZSPO1003CTRNUM 4320014850042 10/17/2023 01/22/2024 ¥ USMC/NAVY 01/24/2024
N SPRSXXZSP0O10020CTRNUM 4820014700480 10/17/2023 01/22/2024 Y USMC/NAVY 01/24/2024

https://www.sprs.csd.disa.mil/pdf/SPRS Awardee.pdf




Supply Code Relationship

Summary Report
Detail Pos/Neg Records

Supply Code Relationship

SUPPLY CODE RELATIONSHIP REPORT

This report is an administrative helper tool to enable the user to verify the current data integrity relationships between FECO/PSC to MAICS and NAICS
to FSC/PSC supply codes. You can use the report to search for specific supply codes, ar by selecting the ‘Display All Relationships’ button see the
entire matrix.

This data and its relationships are updated whenever new codes are added.

General Search Instructions:
Select one of the following radio buttons in order to search or to sort by either FSC/PSC or NAICS Supply Code:

Search/Sort by: @ FSC/PSC () NAICS 4_
Code st | | | | —

h

Display All Relaticnship Instructions
Selecting this link will provide a complete listing of all FSC/PSC to NAICS code relationships and their descriptions sorted by the Supply Code
selected in the "Search/Sort’' radio buttons, and then sub-sorted by the other code,

h




Supply Code Relationship

SUPPLY CODE RELATIONSHIP REPORT

This report is an administrative helper tool to enable the user to verify the current data integrity relationships between FSC/PSC to MNAICS and NAICS
to FSC/PSC supply codes. You can use the report to search for specific supply codes, or by selecting the ‘Display All Relationships’ button see the
entire matrix.

This data and its relationships are updated whenever new codes are added.

General Search Instructions:
Select one of the following radio buttons in order to search or to sort by either FSC/PEC or NAICS Supply Code:

Search/Sort by: @ FSC/PSC () NAICS

Code List:‘ ‘ ‘ ‘ | | ‘ ‘ ‘

Display All Relationship Instructicns
Selecting this link will provide a complete listing of all FSC/PSC to NAICS code relationships and their descriptions sorted by the Supply Code
selected in the 'Search/Sort’ radio buttons, and then sub-sorted by the other code.

Search Type i SearchCode + : Search Description i Result Type i ResultCode :
FSC/PSC-NAICS 1005 GUNS THROUGH 20MM FSC/PSC-MAICS 332994
FSC/PSC-NAICS 1005 GUNS THROUGH 20MM FSC/PSC-NAICS 451110
FSC/PSC-NAICS 1010 GUNS OVER 30MM UFP TO 75MM FSC/PSC-MAICS 332994
FSC/PSC-NAICS 1015 GUNS 75MM THROUGH 125MM FSC/PSC-MAICS 332094

L




Service Reports

Feedback/
Customer
Support

Download




Feedback/Customer Support

Feedback/Customer Support

Download

FEEDBACK/CUSTOMER SUPPORT

Refresh
Date First Last Phone CAGE Other
ID I Status . i ] ] :  Email g i Cate g
Modified Name Name Number Code Eory Category
View Details - 612 A 02/13/2024 EEEFIMUOR TRAINING 074381690 Z5PO1 Summary Report
Wiew Details - 579 011252024 MNICOLE 6031111111 Download 51
4 4 n 3 M 5 ¥ | items per page 1-2of 2items




Feedback/Customer Support

FEEDBACK/CUSTOMER SUPPORT

e

ID i Status :

View Details - 612 A

View Details - 579 h

Date
Modified "~ °

02/13/2024

01/12/2024

First
Name

CONTRACTO
USER

NICOLE

ﬁ ﬁ
] View Details - 625 (0] W 6031111111

MNICOLE. M. DT

44“}# 5 A

items per page

CONTRACTOR
View Details - 612 A 03/08/2024 USIER TRAINING Z5PM 5L
View Details - 579 01/12/2024 NICOLE 6031111111 Dh
. e ' > > 5 ¥ | items per page 1-4of 4items
579 - NICOLE DUGAL - 00E55 - Download
Refresh
—
Comment Created By Created Date Files
FDG T 10/04/2023 10:32:38 ET
jerrthir  CT 01/12/2024 14:21:53 ET
Comment

Select files...

Submit Cancel
N—

Drop files here to select




Feedback/Customer Support

FEEDBACK/CUSTOMER SUPPORT

Download

Refresh
Date First Last Phone CAGE Other
ID i Statu . Vi i Email : Cate;
s Modified Name Name Number Code Bory Category
View Details - 612 'y 02/13/2024 ES;F:RACFOR TRAINING 2074381690 ZSPO1 Summary Report
View Details - 579 0171272024 NICOLE 6031111111

51

] 4 n r C] 5 ¥ | items per page

1-2of 2items

https://www.sprs.csd.disa.mil/webtrain.htm




Download

Feedback/Customer Support
Download

DOWNLOAD

This page is a repository of reports requested and generated. Once ready for download, each report will be available for five (5) days. After five (3] days, the report will
automatically be removed from this list.

Download Status Requested Date Export Module Export Criteria Filename Download

Supply Code:
Supply Code Pl

In Queue 06/10/2024 12:41:24 ET Relationship Type: PSC-
Q Relationship =nipTye

NAICS

Download Ready To Download 06/10/2024 12:33:41 ET Cyber Reports CAGE Code: ZSPO1 Cyber_Z5P01_06102024-123703.xlsx
Supply Type: FSC/PSC " )

SummaryNegativeRecordsList_ZSP01_06102024-
Download Ready To Download 06/10/2024 12:32:52 ET Summary Report CAGE Code: ZSPO1 123701 ;I=x = = -
_— Supply Code: 4820 e
Download Ready To Download 06/10/2024 12:32:38 ET Supplier Risk CAGE Code: ZSPO1 SupplierRisk_ZSP01_06102024-123700.xsx

r “ n > » 20 ¥ | items per page 1-4ofditems




Navigation

Guiding the DoD in Responsible Acquisition Decisions

Login/Register SPRS FAQs Cyber Reports OSD Instructions SPRS Reports ~
(via PIEE) (CMMC & NIST) GPC & Contracting

Welcome to SPRS

Watch Tutorial

This tutorial goes over entering, editing, and affirming the Cybersecurity Maturity Model
Certification (CMMC) Assessment within SPRS.

& Print Presentation [ Transcript

gaformance Risk System (SPRS) “...is the authoritative source to retrieve sucola = meco=nce information] assessments for

Bac Acquisition community to USe o s L0001 5000.79)




Navigation

c—
X

Home

Guiding the DoD in Responsible Acquisition Decisions

NS5 Restricted List

- MNIST SP 300-171 Assessments

Login/Register SPRS FAQs Cyber Reports OSD Instructions SPRS Reports ~
(via PIEE) (CMMC & NIST) GPC & Contracting Enhanced Vendor Profile

Access Instructions

Welcome to SPRS References

CMMC Entry Tutorial FAQs

Training

Release

Contacts

Watch Tutorial

This tutorial goes over entering, editing, and affirming the Cybersecurity Maturity Model
Certification (CMMC) Assessment within SPRS.

& Print Presentation [ Transcript

glormance Risk System (SPRS) “...is the authoritative source to retrieve Supghs = meco=nce information] assessments for
Sagac] scquisition community to use joig malDoD1 5000.79)




SPRS Contact Information

SPRS Website: ' _
https://www.sprs.csd.disa.mil

NSLC Help Desk (Mon-Fri 6:30am- 6:00pm ET):
NSLC Help Desk Emaill:
sprs-helpdesk@us.navy.mil




for participating in
SPRS Overview Training
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