SPRS

Supplier Performance Risk System

NIST SP 800-171
Entry Tutorial




The purpose of the National Institute of Standards and
Technology (NIST) Special Publication (SP) 800-171
IS to protect Controlled Unclassified Information (CUI)

In Nonfederal Systems and Organizations.

SPRS provides storage and retrieval capabilities
for specific NIST SP 800-171 details.
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SPRS Vendor User Roles

Roles
Select the appropriate Application from the list below ITPH Select One or More Roles from the list below (Ctrl+Click)
SPRS - Supplier Performance Risk System - User Roles for SPRS
Contractor/Vendor (Support Role)
SPRS Cyber Viendor User

m Fill out the required information for the applicable applications

If you need access to any other applications, Repeat Steps 1to 4 again

You canview a list of all PIEE roles and their descriptions and functions in the PIEE Role List Matrix

H SAERESREEon

Click 'Add Roles'

Fs
4+ Add Roles

[S)

This screen shot is current as of Jan 2023

|l Execute Supplier RISK Reports
View Vendor Performance Reports

Execute Supply Code Relationship Reports
File Data discrepancy Challenges and
Provide customer feedback




SPRS Vendor User Roles

SPRS Cyber Vendor User

Ensuring the CAGE Hierarchy is accurate
Managing NIST assessment data
Provide customer feedback

- SPRS Contractor/Vendor (Support Role)

e ,\@ View company reports (including NIST SP 800-171 Assessments)
Sa | g View CAGE Hierarchy Reports

e View vendor Performance Reports
Execute Supplier Risk Reports
Execute Supply Code Relationship Reports
File data discrepancy Challenges and
Provide customer feedback




SPRS Vendor User Roles

SPRS Cyber Vendor User

Ensuring the CAGE Hierarchy is accurate
Managing NIST assessment data
Provide customer feedback

- SPRS Contractor/Vendor (Support Role)

View company reports (including NIST SP 800-171 Assessments)
View CAGE Hierarchy Reports

View vendor Performance Reports
Execute Supplier Risk Reports

Execute Supply Code Relationship Reports
File data discrepancy Challenges and
Provide customer feedback




Note to Viewers

To preserve
detail and
Integrity
screenshots
have been
edited for
size & content




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

Company Hierarchy: — Please select CAGE from the list to view its hierarchy -— - Run Cyber Reports

An asterisk * indicates the user has the SPRS Cyber Vendor User role for this CAGE
Cyber Reports

Company Hierarchy: - Please select CAGE from the list to view its hierarchy - v «nCyber Reports

- Please select CAGE from the list to view its hierarchy —
Select 1 CAGE

An asterisk * indicate:

Z5P01* (HLO: Z5P01)




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPD1*[H LO: ZSP01)

Overview | NIST SP 800-171 Assessments | Criteria Search | Guidance ‘

Hierarchy data is managed by the company Electronic Business Point of Contact (EBPOC) in SAM.gov. CAGE Hierarchy information flows from SAM to SPRS.

Level 1 Level2 Company Name

Company Location
Z5PO1 COMPANY A1(DBA: COMPANY A1) A1 ROAD SUITE 16 MONTPELIER CA USA
Z5P02 COMPANY A2(DBA: COMPANY A2) A2 ROAD NINA WV USA

Z5P03 COMPANY A3(DBA: COMPANY A3) A3 ROAD CHESTER PA USA

Z5P04 COMPANY A4{DBA: COMPANY Ad) A4 ROAD A4 CITY AA USA

Z5P05 (OBSOLETE) COMPANY AS(DBA: COMPANY AS) A5 ROAD BLDG 153-2 A5 CITY AA USA




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPD‘I*(H LO: Z5P01)

Overview l NIST SP 800-171 Assessments l Criteria Search ] Guidance

om SAM Lo SPRS
Level1 Level2 Company Name Company Location
Z5PO1 COMPANY A1(DBA: COMPANY A1) A1 ROAD SUITE 16 MONTPELIER CA USA
Z5P02 COMPANY A2(DBA: COMPANY A2) A2 ROAD NINA WV USA
Z5P03 COMPANY A3(DBA: COMPANY A3) A3 ROAD CHESTER PA USA
Z5P04 COMPANY A4(DBA: COMPANY Ad) A4 ROAD A4 CITY AA USA
(OBSOLETE) COMPANY AS{DBA: COMPANY AS) A5 ROAD BLDG 153-2 AS CITY AA USA

Sam.gov/content/home



NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01 (HLO: ZSP01)

Company Hierarchy NIST SP 800-171 Assessments | Criteria Search | Guidance ‘

Assessment totals only consider assessments less than three (3) years from logged Assessment Date.
A [0] indicates that all associated assessment(s) are more than three (3) years from logged assessment date.
CAGE NIST BASIC NIST Medium NIST High Virtual NIST High On Site
Z5P1 3 1 0 3
75P02 1 « 2 ) « E!
75P03 El 1 2 4
Z5P04 3 1 0 4
Z5P05 3 1 0 3




NIST SP 800-171 Assessments

BER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP0O1* (HLO: ZSP01)

Add New Assessmen(: | Add New NIST Assessment

Medium | High Virtual | High On-Site

Report : 02/27/2024 02:24:34 PM ET
- DoD Unique q
Edit/ ) ﬂentiﬁe:l . Included 1 @D . Assessment R score . Assessment . Plan Of Action
Delete * (uID) *  CAGE : pany *  Date : Scope °  Completion Date
SB00020961
7 . Z5P02 COMPANY A2 01/01/2024 10 ENTERPRISE /A
Details
S800020959
7 Details Z5P02 COMPANY A2 01/01/2024 ) ENTERPRISE 01/31/2024
5800020046
7 Detais Z5P02 COMPANY A2 01/01/2024 90 ENTERPRISE 01/21/2024
S800020946
Detsils Z5P01 COMPANY A1 01/01/2024 o0 ENTERPRISE 01/31/2024
5800020961
7 . Z5P04 COMPANY Ad 01/01/2024 110 ENTERPRISE N/A
Details
. n 2 3 4 5 6 7 8 » W 5 v | items per page 1-50f 37 items




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy | Overview NIST SP 800-171 Assessments [RL=ls Bl ll=)] | Guidance ‘

Add New Assessment: | Add New NIST Assessment

Medium | High Virtual | High On-Site

Report Generated : 02/27/2024 02:24:34 PM ET
5 DoD Unique o
Edit/ IJ q . Included . . Assessment . . Assessment . Plan Of Action
i Identifier E i Company Name E + i Score i E 3
Delete wiD) CAGE Date Scope Completion Date
SB00020961
7 » Z5P02 COMPANY A2 01/01/2024 10 ENTERPRISE A
Details
$B00020959
v —— Z5P02 COMPANY A2 01/01/2024 90 ENTERPRISE 01/31/2024
$B00020946
v E— 75P02 COMPANY A2 01/01/2024 90 ENTERPRISE 01/31/2024
SB00020946
ra Details ZsP1 COMPANY A1 01/01/2024 90 ENTERPRISE 01/31/2024
SB00020961
v ; Z5P04 COMPANY Ad 01/01/2024 10 ENTERPRISE NIA
Details
Mo n 2 3 4 5 6 7 2 » M 5 ¥ | items per page 1-50f37 items




NIST SP 800-171 Assessments

NIST SP 800-171 Assessment Details

Report Generated: Tue Feb 27 2024 14:45:42 GMT-0500 (Eastern Standard Time)

Assessment Standard: NIST SP 800-171 Assessment Score: 110
Confidence Level: HIGH ON-SITE Plan of Action Completion Date: N/A
Assessing CAGE/DoDAAC: N12345 DFARS 252.204-7012 Compliance: Yes

DoD Unigue Identifier (UID): SHO0021070 System Security Plan Assessed: Company SSP
Most Recent Assessment: 01/01/2024 System Security Plan Version/Revision: V2.0
Assessing Scope:  ENTERPRISE System Security Plan Date: 01/01/2023

Included CAGEs/entities:
CAGE

Address

Company Name

ZsP01 COMPANY A1 A1 ROAD SUITE 16, MONTPELIER, CA, USA

Z5P02 COMPANY A2 A2 ROAD, NINA, WV, USA

ZSP03 COMPANY A3 A3 ROAD, CHESTER, PA, USA

Z5P04 COMPANY Ad A4 ROAD, A4 CITY, AA, USA

Z5P05 COMPANY A3 A5 ROAD BLDG 153-2, A5 CITY, AA, USA




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy | Overview NIST SP 800-171 Assessments [RL=ls Bl ll=)] | Guidance ‘
Add New Assessment: | Add New NIST Assessment
Medium | High Virtual | High On-Site |
- H 124:34 PM ET
. DoD Unique o
Edit/ g IJ q . Included . . Assessment . . Assessment . Plan Of Action
Identifier E i Company Name E + i Score i E 3
Delete wiD) CAGE Date Scope Completion Date
SB00020961
7 » Z5P02 COMPANY A2 01/01/2024 10 ENTERPRISE A
Details
$B00020959
v —— Z5P02 COMPANY A2 01/01/2024 90 ENTERPRISE 01/31/2024
$B00020946
v E— 75P02 COMPANY A2 01/01/2024 90 ENTERPRISE 01/31/2024
SB00020946
sapannsng auneianng SuTcoopics 212400022
4 Details Zskon
200020861 Bosic | Medium | Highvirual TS
4 Details Z5P0s
F
oy Squue . Included . . Assessment ., . Assessment , ST . Plan Of Action . SEETEELY) . SSP, . . S
" n 5 3 o4 s & P Identifier 8 CAGE i Company Name : o i Score i Scope i CAGE 8 Completion Date i Plan (S5P) i Version/ ! SSPDate ! 252.204-7012
‘ (UID) P or DoDAAC P Assessed Revision Compliance




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)

Company Hierarchy l Overview l NIST SP 800-171 Assessments [y =y k-~ Guidance

Show Search Fields

Basic | Medium High On-Site

Report Generated : 02/27/2024 02:50:20 PM ET

DoD l..lmque Included ' ment . | A ment Assessing ) System Security ) SSP
Identifier H CAGE Company Name H Date H sc ¢ CAGE i Plan (SSP) i Vern
(UID) @ ope or DoDAAC Assessed Rev

- 4 n 3 Cl 20 ¥ | items per page

1-10of1items

DFARS Clause 252.204.7012




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1 CYBER SECURITY REPORTS
CAGE Code: ZSP01* (HLO: ZSP01)
COMPANY A1
S S— CAGE Code: ZSP01* (HLO: ZSP01)
Company Hierarchy | Overview NIST SP 800-171 Assessments Criteria Search | Guidance | Confidence Level: BASIC
Assessment Standard: NIST SP 800-171
Add New Assessment])l | Add New NIST Assessment Back
a
Enter Assessment Details
Medium | High Virtual | High On-Site
Assessment Date:
Report Generated : 02/27/2024 02:24:34 PM ET MIDDIYYYY =] ‘
2 DoD Unique :
Edity | - t'_Jﬁ q . Included P N , Assessment !l s ., Assessi| Assessment Score
i entifier g “ mpal ame i i Score i
Delete CAGE omparty Date o Scope ‘
(UID)
Assessing Scope:
SB00020961 R .
ra = Z5F02 COMPANY A2 01/01/2024 110 ENTERP)| o —
Details
Plan of Action Completion Date:
5800020952 [ sz |
rd Details Z5P02 COMPANY A2 01/01/2024 90 ENTERP)
_ System Security Plan (SSP) Assessed:
— [oecumenchome \
ra il Z5P02 COMPANY A2 01/01/2024 20 ENTERP)|
— Details SSP Version/Revision:
5B00020946 ‘
Vs ~ Z5PO1 COMPANY A1 01/01/2024 90 ENTERP)
Details SSP Date:
| MM/DDYYYY & ‘
5800020961
7 —— Z5P04 COMPANY A4 01/01/2024 110 ENTERF| Included CAGE(s):
— Open CAGE Hierarchy
WMultiple CAGE codes should be delimited by a
- “ n 2 3 4 ] 6 7 8 > » ] w | items per page
4




NIST SP 800-171 Assessments

CYBER SECURITY REPOR’

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:
MM/DDAYYYY B ‘

January 2024 4  Today * 7‘

SO MO TU WE TH FRSA v

14 15 18 17 18 19 20 |
21 22 23 24 35 26 27

_ - &)
28 2% 30 3 01 2 3




NIST SP 800-171 Assessments

CYBER SECURITY REPO

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:
‘ MM/DDAYYYY B ‘

Assessment Score:

Plan of Action Completion Date:
‘ MM/DDAYYY = ‘

System Security Plan (SSP) Assessed:

occumenttame \

SSP Version/Revision:

SSP Date:
‘ MM/DDAYYY & ‘

Included CAGE(s):
Open CAGE Hierarchy

Multiple CAGE codes should be delimited by a comma

Between

-205
and
110



NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:

MM/DDAYYYY B |

Assessment Score:

Assessing Scope:

_calacr_ ¥

ENTERPRISE
CONTRACTE

ENCLAVE
SSP Date:
MM/DDAYYYY =] |

Included CAGE(s):
Open CAGE Hierarchy

Multiple CAGE codes should be delimited by a comma




NIST SP 800-1/71 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Assessment Date:

Defense Contract Management Agency (DCMA) general
mailbox, DCMA_ 7012 Assessment_Inquiry@mail.mil



mailto:DCMA_7012_Assessment_Inquiry@mail.mil?subject=Request%20For%20Assistance%20&body=Please%20provide%20as%20much%20information%20as%20possible:%0D%0A%0D%0AUser%20ID:%0D%0APhone%20Number:%0D%0ADescription:

NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP0O1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:
MM/DDIYYYY B |

Assessment Score:

Assessing Scope:

—Select— v

Plan of Action Completion Date:
MM/DDAYYYY B |

January 2024 < Today > 7|

50 MO TU WE TH FR 35A |

21 22 23 24 35 26 27
28 29 30 3 1 2 3




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:

MM/DDAYYYY B |

Assessment Score:

Assessing Scope:

—Select— v

Plan of Action Completion Date:
MM/DDAYYYY B |

System Security Plan {SSP) Assessed:

| Document Name |

P STOTY TSV IoTOT:

SSP Date:
MM/DDAYYYY =] |

Included CAGE(s):
Open CAGE Hierarchy

Multiple CAGE codes should be delimited by a comma




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:

MM/DDAYYYY B |

Assessment Score:

Assessing Scope:

—Select— v

Plan of Action Completion Date:
MM/DDAYYYY B |

System Security Plan {SSP) Assessed:

| Document Name |

SSP Version/Revision:

SSP Date:
MM/DDAYYYY =] |

Included CAGE(s):
Open CAGE Hierarchy

Multiple CAGE codes should be delimited by a comma




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment D

Assessment 5

/DDAYYYY

January 2024 £ Today ¥ g

| 50 mao o TU WE TH FR. SA |
Assessing Sco| . c =
9% 31 1 2 3 4 5 &
—Select— &
Plan of Action 7 g S 10 Al 12 13
MM/DDAYYYY = |

14 15 168 17 18 19 20
System Securi

[occmersner] 21 22 23 24 25 26 27 |

SSP Version/Rl 28 79 30 21 1 - =
|7 = i - s

SSP Date:
MM/DDAYYYY H |

Included CAGE(s):
Open CAGE Hierarchy

Multiple CAGE codes should be delimited by a comma




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1

CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:

Assessment Score:

Assessing Scope:

—Select— v

Plan of Action Completion Date:
MM/DDAYYYY B |

System Security Plan {SSP) Assessed:

| Document Name |

SSP Version/Revision:

SSP Date:
MM/DDAYYYY H |

Open CAGE Hie

hy

Multiple CAGE codes should be delimit

CAGE Hierarchy

Select &l [

[a

() ZSP00: COMPANY A (DBA: COMPANY A), A ROAD, TRAINING, FL, USA
[
(
(
(
(

NINA,

CHESTEI
A4CITY,

] Z5P0S5: (OBSOLETE) COMPANY A5 (¢

Cancel




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:

MM/DDAYYYY B |

Assessment Score:

Assessing Scope:

—Select— v

Plan of Action Completion Date:
MM/DDAYYYY B |

System Security Plan {SSP) Assessed:

| Document Name |

SSP Version/Revision:

SSP Date:
MM/DDAYYYY H |

Included CAGE(s):
Open CAGE Hierarchy

Multiple CAGE codes should be delimited by




NIST SP 800-171 Assessments

'CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Detal

Assessment Date:

21282024 I;I‘

Assessment Score:
[ |

Assessing Scope:

ENTERPRISE -

Plan of Action Completion Date:
|9"E 2025

System Security Plan (SSP) Assessed:
[

e \

SSP Version/Revision:

SSP Date:
| 2/28/2024 = ‘
Included CAGE(s):

Open CAGE Hierarchy

01,2502, 2

2

# e N—— h
DoDUrique | yiey . Assessment | . Mssessment | PlanOfAcion , CystemSecurity SSP ,
Identifier P cacE + i Company Name P Date i Score i Sco | Completion Date i Plan (S5P) i Version/ i S5P
(uID) pe P Assessed Revision
SE00021204
o IS0 COMPANY A1 ENTERFRISE Training FAR] 0272
o
SE00021204
Details ISF02 COMPANY AZ ENTERFRISE 08/19/2025 Training FAR] 0272
SE00021204
ZSFO03 COMPAN ENTERFRISE Training
Details




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)

Company Hierarchy | overview R L Y i Search | Guidance ‘

m Medium | HighVirtual | High On-Site

Add New Assessment: Add New NIST Assessment

Assessment
Scope

ENTERPRISE

ENTERPRISE

ENTERPRISE

ENTERPRISE

ENTERPRISE

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP01* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Date:

‘ 28/2024

Assessment Score:

"c;

Assessing Scope:
ENTERPRISE A

Plan of Action Completion Date:

Report Generated : 02/28/2024 03:01:23 PM ET
" DoD Unique
Edit/ Lniq Included Assessment
Identifier any Name Score
Delete Date
(uID)
s Details ZISP01 COMPANY A 02/28/2024 105
5B00021204
ra Z5P03 COMPANY A3 02/28/2024 105
Details
5B00021204
s Detalls I5P02 COMPANY A2 02/28/2024 105
5B00020%61
s Dersiis I5P02 COMPANY A2 01/01/2024 110
5B00020%61
& Detalle ISPD4 COMPANY A4 01/01/2024 10
M n 2 3 4 5 & 7 B8 » W 5 v | items per page

‘ 8/19/2025 [~} ‘
System Security Plan (SSP) Assessed:
[ Trining |
SSP Version/Revision:
55P Date:
2/28/2024 [} ‘
Included CAGE(s):
en CAGE Hierarchy
4
l Assessmentis)
e Included _ | . Assessment | . Assessment Plan Of Action Sy E=7
Identifier o+ 1 company Name i e i oscore 1o e Plan (S5P) Version/ ssp
i) pe B Assessed Revision
5800021204
75P01 COMPANY A1 ENTERFRISE Traming 21 1212,
Details
SE00021204
2502 COMPANY A2 ENTERFRISE 0ansi202s Teaining 214 02z
ISF03 COMPAN ENTERPRISE Training 21 022




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)
Confidence Level: BASIC
Assessment Standard: NIST SP 800-171

Enter Assessment Details

Assessment Date:

|2-ze.2c;~

Assessment Score:
L= |

Assessing Scope:
ENTERPRISE A

Plan of Action Completion Date:

|a-'s.2c;s

System Security Plan (SSP) Assessed:

Training |

SSP Version/Revision:

S5P Date:

|2-33 2024

Included CAGE(s

Open CAGE Hierarchy

:

T Included . Assessment _ Assessment  Plan OF Action || Sytem Security | SSP .
Identifier e+t company Name i i oscore i) e e | Plan(sSP) i Versioy iSSP
(uID) ~ = SOpeca o Assessed Revision
5800021204
Z5P01 COMPANY A1 105 ENTERFRISE 08/19/2025 Traning 211 0272
Detail:
SB00021204
o 02 CoMPANY A2 105 ENTERPRISE 08i13/2025 Training 211 022
s800021204
e Z5P02 COMPANY A3 os ENTERFRISE 19/2025 Traning 211 0272




NIST SP 800-171 Assessments

T Sort Ascending

1 Sort Descending

Il Columns
dodUid
q cagelCode

]

companyName

Company Hierarchy | Overview |[EVEIRSS: R pa SRS =Y Y

assessmentDate

scare
N B 1w . sCope
5= Medium | High Virtual | HighQ =

Report Generated : 02/27/2024 02:24:34 comp letionDate -

. DoD Unique N
BV, | d‘;n:i"ﬁ; PR Assessment . Plan Of Action
Delete * (wiD) CAGE pany Scope *  Completion Date

SBO0020951
Vi i 75F02 COMPANY AZ ENTERPRISE N/A
Details _
— Y Filter
SBO0D20950
Vi i 75F02 COMPANY A2 ENTERPRISE 01/31/2024
Details )
= Contains r
SBO0D20946 —
Vi i 75F02 COMPANY AZ ENTERPRISE 01/31/2024
Details
SBO0D20946 |
Vi i 7501 COMPANY A1 ENTERPRISE 01/31/2024
Details
—_ —_ -
5800020861 m - IEa r
VIPANY / — \
Vs — Z5P04 COMPANY Ad ENTERPRISE N/A
“ 4 n 2 3 4 5 6 7 8 » M 5 v | items per page 1-50f37 items




NIST SP 800-1/71 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy I Overview NIST SP 800-171 Assessments Criteria Search Guidance

Add New Assessment: | Add New NIST Assessment

Medium l High Virtual l High On-Site

Report Generated : 02/27/2024 02:24:34 PM ET
. DoD Uniqu N
Edity |, U 94 included | . Assessment = . . Assessment . Plan Of Action
i Identifier E i Company Name E + i Score i E 3
Delete (uID) CAGE Date Scope Completion Date
$B00020961
i E— 75P02 COMPANY AZ 01/01/2024 110 ENTERPRISE N/A
$B0002095%
i E— Z5P02 COMPANY A2 01/01/2024 90 ENTERPRISE 01/31/2024
$B00020946
i E— 75P02 COMPANY AZ 01/01/2024 90 ENTERPRISE 01/31/2024

NIST SP 800-171 Quick Entry Guide,

https://www.sprs.csd.disa.mil/pdf/NISTSP800-171QuickEn




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSPO1* (HLO: ZSP01)

Company Hierarchy | Overview | NIST SP 800-171 Assessments Guidance |

DoD Unigue Identifier:

Included CAGE:

Multiple CAGE codes should be delimited by a comma ‘

Company Name:

Assessment Score:

‘ Min ‘ Max |

Assessment Date:
‘ Choose start date =] ‘ | Choose end date B |

Search Clear Search




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGE Code: ZSP0O1* (HLO: Z5P01)

Compony Hierarchy | Overview | NIST 5P 800-171 Assessments Guidance |
ﬁ Show Search Fields
Medium | High Virtual | High On-Site |
Report Generated : 02/28/2024 03:41:36 PM ET
r DoD Unique . System Se
Edit/ . , 9 . Included . . Assessment q . Assessment . Plan Of Action ey
Delet i |dentifier g CAGE i Company Name g Dat 1 i Score g S g c letion Dat Plan (S5P)
elete ate Cope omj ion e
(UID) P P Assessed
SE00020859 N
7 - 75P03 COMPANY A3 01/01/2024 %0 ENTERPRISE 01/31/2024 ;:i:';ii}
—
SE00020946
& : Z5P02 COMPANY A2 01/01/2024 El ENTERFRISE 01/31/2024 sprs
—t Details
(Snl—
SBO0020946
ra ZSP0 COMPANY A1 01/01/2024 ] ENTERFRISE 01/31/2024 sprs
& J Details
_
SE00020955 - !
e — Testing Gr
- . s - m s
ra Details Z5P02 COMPANY A2 01/01/2024 90 ENTERPRISE 01/31/2024 Refresn_Uj
— —_
5B00020959 M
/ ) 25P04 COMPANY A2 01/01/2024 ) ENTERPRISE Testing Gr
-




NIST SP 800-171 Assessments

CYBER SECURITY REPORTS

COMPANY A1
CAGEN ode: ZSP01* (HLO: ZSP01)

Company Hierarchy | Overview | NIST SP 800-171 Assessments | Criteria Search

GENERAL GUIDANCE

* Resource material, tutorials, and guidance are available on the SPRS website. Click the SPRS ico

the menu bar.

he top of

* Highest-level owner (HLO) - The entity that owns or controls an immediate owner of the offeror, or that owns or controls one or more entities that control an immediate owner of the offeror.
No entity owns or exercises control of the highest level owner. For additional information view F/ 7 Ownership or Control of Offeror

*  Asterisk {*) - An Asterisk displayed next

tl he user has a "SPRS Cyber Vendor User” role for that CAGE in the Procurement Integrated Enterprise Environment (PIEE).
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